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Abstract

It is widely recognized that longevity of digital resources is crucial in our networked
information society and that metadatayd key rolein keepng digital resourcesisableover time.
Metadata longevity must be ensuredlforgevity ofthepreserved resources. There are wathwn
standards for digital preservation, such as Open Archival Information System (@4d8)nce
modeland Preservation Metadata: Implementation Strategies (PREMIS). These standards define
metadata models for digital preservation. However, they do not provide any models or guidelines
to keep metadata interpretalover time. In other wordshey do not include maintenance issues
of metadata schemas that define representation schemes, structural features and semantics of
metadata. More importantly, the longevity issues of metadata schemas are still largely unexplored.
The authoinitiated thestudy presented in this dissertation from this bsisinding point

This study has three fundamental concepts as its Hasisrmal description of metadata and
their schemas suitable to the Semantic Web, Dublin Core Application P(BilZsP) as the basic
framework of metadata schemas, and provenance description of metadata schemas.

The information environment of metadata has chamgeoag withthe progress of the Web.
In the conventional information environment, metadata is storedatadase and accessed via an
interface to the database. In thetoglate Semantic Web environment, metadata and their schemas
are defined in formal description schemes such as Resource Description Framework (RDF) and
Web Ontology Language (OWLaNnd theycan be transferred and shared as a digital object.
Therefore, we need to develop technologies suitable to the Semantic Web environment for the
longevity of metadata schemas.

Singapore Frameworlor DCAP definedby the Dublin Core Metadata Initiative is ahv
known framework of metadata schemas. DCAP defines the components of a metadata schema for
an application and related components such as metadata vocabularies for metadata interoperability.
The DCAP explicitly separates semantic definitions of metadatas and structural definitions of
metadata constraints. The Singapore Framework is a layered model in which application specific
features such as structural constraints and implementation syntax are defined in a layer above
application neutral featureshich include definitions of metadata terms. The structural definitions
of metadata constraints are formally described as Description Set P(Bf#é¥ of metadata

application profiles, and the semantic definitions of metadata terms are provided in aetadat



vocabularies. This clear separation suggests thatteyng maintenance of metadata application
profiles and metadata vocabularies are the key issues for metadata longevity.

In the longrun, requirements and technologies for metadata may change, wéycbanse
either or both structural and semantic changes in metadata schemas. Those changes may cause
inconsistency in the use of metadata, which is a significant risk for thedamguse of digital
resources. Therefore, both structural and semantic ebaitg metadata schemas should be
consistently recorded and maintained over time. This study focuses on provenance description of
metadata schemas that tracks structural and semantic changes in metadata schemdsrfor long
maintenance of metadata schemas.

The author has learned from OAIS and PREMIS that provenance information is important for
longevity of digital resources and that provenance of metadata schema is required-fernong
use of metadata. In general, provenance of a metadata schema imdadegstions abouthe
change history of the metadata schema, agents responsible for its custody, key events that occurred
over its lifecycle, and other information related to the creation, management, and preservation of
the metadata schema. Howeularpughliterature reviewthe author has learned that the existing
provenance models are not designed for describing provenance of metadata schemas, in particular
for tracking their change history. Therefore, in this study, the author aims to define pr@enanc
description models for tracking both structural and semantic changes in metadata schemas.

Based on the analysis of demands for lemgn maintenance of metadata schemas given
above, the author has developed two basic models to describe provenancelafansetzemais
one forDSPand the other for metadata vocabularies. The proposed models have their bases on the
provenance description standard PROV defined by the Provenance Working Group at the World
Wide Web Consortium (W3C) for description of provenance in the Web environvidétPROV
standard is selected as a base to formally describe provenance of metadata schemas due to its strong
extendibility and interchangeability of provenance description following PROV in heterogeneous
environments. The machiprocessable provenancesdaption can be provided using W3C
PROV Data Model (PRODM) and PROV Ontology (PROYD). Thus, the models proposed in
this study are aimed for the formal provenance description of metadata schemas that conforms to
the requirements of Semantic Web enviremi

In the early stage of this study, the author experimentally developed provenance descriptions
of metadata schemas through a combination of PREMIS and PROV. The author provided
provenance description examples using PRD¥nd PREMIS OWL Ontology. Thehe author
applied W3C PROV to describe provenance of metadata application profiles and metadata

vocabularies, respectively. The author tried to properly record the revision history of structural



constraints defined in metadata application profiles affisitiens of metadata terms as formal
provenance descriptions for the consistent maintenance of metadata. pakthActivity defined

in PROV:DM are the key classes to describe provenance, the author defined a set of Entities and
Activities as their sutlasses to track changes in metadata application profiles and metadata
vocabularies, respectively. The author finally proposed two provenance models, i.4€2RO&P

model for tracking the structural changes of metadata constraints in metadata appicdities

and VocabPROV model for tracking semantic changes of metadata terms in metadata vocabularies.

DSPPROV enables tracking revision, deletion and addition of description templates,
statement templates and structural constraints definB&m The aithor applied DSHPROV to
Digital Public Library of America Metadata Application Profile (DPLA MAP) as a case study to
show the advantage of the model against gdemmal provenance description in change logs of
DPLA MAP.

VocabPROV enables effective anautomated tracking of change history of metadata
vocabularies. The author defined a few primitive change types of metadata terms with functions to
track the revision, deletion, addition, replacement of a metadata term and its definitions. The author
also povided examples of provenance description in RDF graphs to show P&ab'.

In this study, the author examined limitations and implications of-BB®V and Vocab
PROV. In practice, structural and semantic changes in metadata schemas may be moreemmplicat
than the experiment®nductedn this study because of complexity of metadata schemas. However,
the author considers that the proposed models in this study serve to track provenance of metadata
schemas, help lorgrm maintenance of metadata schemssel functions of metadata registries,
and audit errors in metadata mapping.

From this study, the author has learned that: (1) Keeping metadata consistently interpretable
not only by humans but also by machinesa fundamental requirement of metadatayevity on
the Web, and metadata longevity requires {tergn maintenance of metadata schemas; (2) Long
term maintenance of metadata application profiles and metadata vocabularies are important issues
for longterm maintenance of metadata schemas; (@ydPrance description should be machine
readable, interoperable and traceable for provenance interchange in the Web environment; (4) The
structural and semantic changes in metadata schemas can be examined separately and these changes
may synchronously happe(5) Formal provenance descriptions following Web standards hold

advantages over seifirmal provenance description written in a natural language.
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1. Introduction

Libraries, archives,museums,data centers, government agenciesyporations and
individuals have been creatingnd managing large numberof collections of digital contents
which should be preserved for future usés widely recognized that digital objects should be kept
usable over time and across communities. Researchers and practitioners are striving to make digital
objects available and accessible to users over tidiggtal preservation isrucial for keeping
longevity of digital objects. Digital preservation &s cluster of many factors, which include
financial social,political,administrativeandtechnological factordVVhat to be preservedabasic
guestion in the field of digital preservatidrhediversity of digital objects exisamong and within
the ypes of digital objectddow long to preserve is another basic questiondigithl objects can
be preserved for sheterm, or middleterm or longterm according to their valuedDigital
preservation i s fahemesarvatioracfivitigs araitdartakero iratluceeos 0
prevent the possibilitpf a preservedbjectfrom beng lost or corrupted. Howeverhére is no
100% guarantee thaligital objects and their contentsin be safely preserveih the long run
(Wilson, 2017.

Digital preservation related issues have been discussed since A9¢@gety of research
prgects,initiatives and effortshave been conducted to support longevity of digital objéais.
instance MetaArchive Cooperative as a digital preservation network for memory organgation
Open Archival Information SystenOAIS) reference modefadopted as I1ISO standard 14721)
Preservation Metadata: Implementation Strate@i@EMIS) metadata standaf@URL Exemplars
in Digital Archives CEDARS project Networked European Deposit LibrafEDLIB) project,
Lots of Copies Keep Stuff Safé QCKSS ProgramLi br ary of Congressos
Information Infrastructure and Preservation Prog(&DIIPP), Heritrix Web crawler projecof
Internet Archive Australian Data ArchivelJK data archivePata Preservation Alliance for the
Social SciencefDataPASS) and so forthThere are also many institutes fsomotingresearch
aboutdigital preservation, such &sternational Internet Preservation Consorti(lflRC), Digital
Curation Centr¢éDCC), Digital Preservation Coalition (DPQYloreover, nternational conferences
(e.g.,International Conference on Preservation of Digital Objeletternational Digital Curation
Conferencg journals on digital preservatiofe.g., International Journal of Digital Curation,
International Journal of Digital Librarie3purnal of Digital Information), and Web magazineg(
Ariadne, DLib Magazine)lso promoteesearctonlongevity ofdigital objectsThose efforts have
explored many research issuedated to digital preservatiofror example sustainate digital

preservation,preservation strategies (e.g., emulation, migratigmgservation planning, risk
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managemenguthenticityof preserved objectdata management, data lifecydehema evolution,
file formats forlong-term preservatianntellectual property rightsandso forth Theseresearch
issueshelp usunderstand digital preservation.

Digital preservation needs to deliver the past to the future in an authenticDsgital
preservation is not only abaostibragepackups, recovery, and access. It is not astrae effort and
not an afterthoughiThere is aneed to make continual efforts for-gning use of digital objects
over time and adequate preparedness in advanigital objectscan be preserved as a set itf b
sequences. It is of importance to ensure that the bits remain intact over time. Unforttimately,
continued accessibility and usability of digital objects\not be successfully guaramtér the
dynamic environmentsince digital objects are fragil&ven digital objectgan be preserveit
variousmediumswithout damage or loss, it is difficult to make sure that users can interpret the
contents of digital objects over tinfereserving bitstreams of digital objeatsne is not sufficient
for the lorg-term preservation of digital object¥here is aneed todisplay digital objects in
interpretable forrmandkeep the contents of digital objects interpretdiyleisergincluding both
humans and machines}gardless of environments that may change awes.{That is, simply
preserving the bitstrealoes not guarantee arigg access to digital objectver time which
should be displayed in a meaningful form b future usergor long time. Digital preservation
has beenstudieda lotto improvepractices in the past decadeldowever, metadata preservatign
still anew research arel.is necessaryo understand whynetadatgreservations required.To
answer this questiotthe authomill first give a brief irtroduction about the definitioand roles of
metadata

What is metadata? Metadata (Greek: metd.atin:d at a A i n f(Bacan2@GBiso n 0 )
generally defineWMenaddtdatias abhoutudtatmaedd data abc
functions associ at e d(Greanliety, 2008)de trhditional gardacataods o bj ect
and finding aids are metadatgdward and Heather, 2014And why does metadata matter?
Metadata [ays important roles in description, discovery, management and preservation of digital
objects. Thdollowing paragraptexplairs why metadata of a preserved digital object should be
preserved as well to keep the digital object alive for future use.

The OAIS reference models an ISO standard (latest one is ISO 14721:2B&8)broad
applicability and serves as a framework for understanding the components and functaans of
archive. It is widely accefed as anarchitectureof a longterm preservatiorsystem.Digital
preservation needs mettal The OAISdefines Preservation Description Information (P®DBthei
information that is necessary for adequate preservation of the content information and can be

categorized aProvenance, Reference, Fixityontext and Access Rights InformatiofCCSDS
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2012) fithese five kinds of information must be incorporated in digital preservation metadata

(Edward and Heather, 20148DI documentprovenance and rights informatioha digital object

as administrative metadateh e whi t e paper entitled fAPreservatic
Review of the State of the Arto and the report
with subtitle AA Metadat a tFirmmewfor BDi giot aSlupPljr é
OCLC/RLG Working Group on preservation metadatiiresshe importance of preservation

metadata andeview practices in the use of preservation metadata in the digital preservation
community(OCLC/RLG, 2001 OCLC/RLG, 2002. The preservation of digital objects involves a

variety of challengesand metadata is one of themRigital objectsare preserved wittheir

associated metadatsletadatais one of the fundamental technologies that digitakervationists

use to organizand retrieve conteatn the digital preservation systeMetadata affestaccesgo

digital objects in the long ternit. may be obvioushat without metadata there is no access, since

digital preservation systemsll not be able to retrieve digitabntens that arenot describedThen,

it will be difficult for users to find, identify, select and obtain digital obje&ts]l without metdata

in digital preservatiorprocess, context and authenticity of digital objects cannot be ersthed
(EdwardandHeather 2014.

Given to the important roles and value of metadattatata longevitypecomesa crucial
issue Metadata interoperability is still a big challerigehe research field of metadata longevity
Metadata longevity shoukkepmetadatanteroperabldor dataexchangemong communities and
across time. Keeping metadatéeroperablever time, i.e., temporal interoperabiliy metadata
is the main concern ohetadata longevity ithis study Temporalinteroperability of metadatzan
be understood aactive management of metadata to ensure ongoing aocasg interpretability
of metadata over timevith a purpose to communicate and conmegtadata among past, current
and futureThere is aneed toprovidefuture users with appropriateformation(e.g., contextual
information provenance informatigro interpretmetadataver time Digital preservation related
studieshave built a firm foundatiofor metadata preservation. However, metadata preservation is
not the same with digital preservation sincdadata has its own features in the Web environment.
It is requiredto make efforts to move thresearcHield of metadata longevity forward.

Metadda shouldbe consistently maintained after its manual or automatic craatwarious
forms in either conventional centralized or networked informagmvironment Metadataare
maintained andtored invarious databases such ratational databases, XMhased databases,
Grid databases, and RDF storegh@aconventional environmentetadata are managed in closed
systemslin the networked information environment, metadateansferreds a digitalobject from

a site to another and shared among those $iteisiterpret thesemetalata,it is necessarjo know
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schemef metadatg§Rothenberg, 1998A metadata schemsa (semi) formal description scheme
that defines syntactic, structural, and semantic features of metadata used for an apphcation.
metadata schendefinesimplementation syntaa&ndstructural constraintsf metadata, as well as
metadatderns with theirsemanticdrom metadata vocabulari@agamori andsugimoto, 2004
Dublin Core Metadata Initiative (DCMIproposed Singapore Framework for Dublin Core
Application Profile (DCAP) that is used as a generalized model of a metadata schema for an
application and its related components, e.g., dadta vocabulary. The framework separates
metadata terms and structural features of metatiaése components of a metadata schema should
be consistently maintainegtross generations of technologies asdrs This meangstructural
constraints includinglefinitions of data structure, mandatory levedsditeration constraints of
descriptiondefined in a metadata schesf®uld be consistently maintainddoreover, definitions
of termsand relationships between terimsa metadata vocabulaghould be als@onsistently
maintained.

Longterm maintenance of metadata schemas and metadata vocabataires to naintain
their change historyAs time passes, metadata schemas and metadata vocabularies are revised due
to emergence of new requirements of resource description, development of technologies, and other
reasons. Changes to metadata schemas and metadata vocabularies may cause anesisisten
future use of metadat@ihese changes inclu@eldition or deletion of a property, revisionvafiue
classrevision of mandatory level of a property, revision of meaning of a temaming of derm,
revision of relationship between a teand another termand so forthThese changes can be
described in a provenance rectmddescribing whaan activity led to what kind ofa changeIn
general, provenancgrom Frenchword fiprovenio, i c o me f or t h, ari se, origi
fiprovenird icome f ort h, o r i) means afigid Or s@uEe aeavationofaan i s e 0
objectthat can be work, data, eté@ccording tothe definition of provenancegiven by W3C
Provenance Working Group, provenance is a record that describes the ipstiplaons, entities,
and activities involved in producing, influencing, or delivering a piece of data or a thing.
Provenance is used for many purposes, engking judgments about information to determine
whether to trust it, reproducing how somethivags generate@oreau et al., 201%il et al., 2013
Provenance of dafaovides proof of chain afatacustody to ensurgataauthenticityIn the digital
environment provenance is necessary foreservingdigital datasince provenancessists in
understanihg the context of datguistifying trustworthiness of datand auding inconsistencies or
errors in dataProvenance of metadata describes how metadata came into beiitg crahge
history since its originatiorover time.Provenance ofetadata providesoatextualinformation

aboutmetadatae.g.,who createdt, by whatactivity, for what purpose, and how it wagganized
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and proces=d over timeProvenance of metadata can be used to enrich contextual information of
metadatalNo provision of povenance may lead to loss of trilstetadataHence, tiis important

not onlyto providebut alsoto recordthe provenance informatioof metadataThere isnecessity

to clarify how to describgrovenancefrom whereto startthe provenanetrail and how to maintain
provenanceTherefore, metadata aitd provenance are both critical toénpretspecific metadata
instance whose schema&hange over time Metadata along witlits provenance needs to be
consistentlyrecorded andnaintained over time for future uddowever,provenance of mtadata
schemais not well discussed yét the digital presentation community

The following two paragraphs briefgxplain abouthe motivationsof thisstudy In the Web
environment a wide range ofW3C specifications(e.g., RDF, RDFS, OWL,SPARQL and
metadatdrameworks(e.g., XML-based, RDfased, and OWbased metadata framewoduch
as Singapore Framework for ublin Core Application Profile) have beerdeveloped to support
metadataactivities(Kashyap et al., 2008Metadata isncreasingly ceated and exchanged on the
Web. Libraries, archives, and museums are also providing Web services to their digithboslle
using metadataAs mentioned above, a variety of research projants initiatives in the digital
preservation community have been commated. It is evident from the relevditerature and
practices that metadata has emerged as a vitdbpéne longterm maintenance of digital objects.
However,previousresearch atut metadata longevity is very limited. In theng run, there are
many issus affecting access and use of metadata, such as economic issues, organizational issues,
management issues, technology issUd® key issues affecting metadata longevstyould be
clarified. This is the first motivatioto conduct this research witbcus on management issuges
metadata longevityBased on thainderstandingof the stateof-the-art of research related to
metadata maintenance, thissertationrmainly disusses metadata longevity from the following
two aspects: longerm maintenance of metadaapplication profile andong-term maintenance of
metadata vocabularies.

As stated in OAIS and PREMIS, provenance is essential to authenticity of digital objects.
Provenance description argfovenanceinterchange have been discussed in library science,
archival science, museum science, compatéence, ando forth (Lemieux, 201§ Take the
librariesand archivegsommunityas an exampleere Library of Congresp r o p Esp&amhtion:
DigProv (Digital Provenance) Extension Schéma&DIGPROVMD: Digital Production and
Provenance Metadata Extension Schema #&Digérov Data Dictionary: AudiYisual
Prototyping Projectto document provenance informatidne archivastandards such &eneral
International Standard Archival Description (ISAD(G)), Encoded Archival Description (EAD),

International Standard Archival Authority Record for Corporate Bodies, Persons and Families
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(ISAAR(CPF)), and Encoded Archival ContextAE) define the description elements for
provenance informatiorhere arealreadya wide range of models, ontologies, ammtabularies

that can be used fgurovenance description, such @pen Provenance Model (OPM), Open
Provenance Model Vocabulary (OPMV), Open Provenance Model OWL Ontology (OPMO), Open
Provenance Model for Workflows (OPMW), Provenance Vocabulary (PRV), Vocabulary for Data
and Dataset provenance (Voidp), Provenance, Autyaand Versioning Ontology (PAV), W7
Model, Provenir Ontology, BBC Provenance Ontologh8C PROV standard&nd othergLi and
Sugimoto, 2014)However, existing technologies and standards are not specialized for metadata
schema. Specially models for fomal provenance description of metadata are not sufficiently
explored.In the Web environmenthére is a need to develop models formal provenance
descriptionof metadataschemasgn machinereadable and interoperable fqrmhich cansupport
automated and effective metadata maintenahhis is another motivation dhis study In the

study; the authodevelopednodels for provenance description of metadata application profiles and
metadata vocabularies, respectiv@lize models arerpposedby applyingW3C PROV standard

to metadata application profiles and metadata vocabuldifesmain reasorfor selecting W3C
PROV standards that W3C PROV is a Weloriented provenance standard for provenance
description and provenance interchange.

Inspiredby the above two motivations, the autiset theresearch goal® support metadata
longevity as follows. One goal is to clarify key issues in metadata longevity. Another goal is to
create models for formal provenance description of metagtdEmasthat enables machine
procesabletrace of revision history of metadasahemasTo achieve the first goathe author
analyzed features of metadata the Webkand risks affecting matlata longevity. As a result, the
authoridentified long-term maintenance of metadasplication profileslongterm maintenance
of metadata vocabulariemd risk management of metadata as the key issues in metadata longevity.
To achieve the second goal, the autbonductedprovenancemodelingfor metadataschemas
based on W3C PROV and DCAIPhe authoralsoappliedthe proposegrovenancenodel for
metadata application profild® a case studylhe specificswill be introduced in depth in the
following chapters.

The main contents of this dissertation are structured as follGhapter 1 provides the
background of theesearch. This chaptexplairs the necessity of formal provenance description
of metadatachemador metadata longevityChapter 2 states kegsues in metadata longevity and
provides meaning of basic concepts in the study. The research problem, goals and novelty of this
research are also defined in this chapter. Chapter 3 introdutees\aews related literature. The

author identifieghe difference between related research thiglresearch, and then indicatie
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novelty of this studyChapter 4 discusses digital provenance and metadata provehaaeeithor

gives a primary idea to combination of metadata standard with provenance sta@idapter 5
presents longerm maintenance of metadata scheras. authodevelopedSRPPROV model to
describe provenance of Description Set Profile with a basis on Dublin Core Application Profile.
The authorconducted a case study of Digital Public LibrafyAmerica Metadata Application
Profile to apply and evaluate the proposed PRV model. Chapter 6 addresses loegn
maintenance of metadata vocabularigsis chapteiclassifiesthe primitive changes of metadata
terms and their provenance description. Chapter 7 discusses lessons learned from thisdstudy
further research issues. The autb@sentshe limitations and implications of the proposed models
and other issues. The tents cover standardization and development of metadata application
profiles, contextual metadata, provenance of research data, provenbimbedData etc. Chapter

8 summarizes the main contributions and achievenafnsis study. The authoralso preens

severakuggestions on future work with open issues.



2. Long-term Maintenance of Metadata for Metadata Longevity

This chapterdescribs basic concepts used in this studie authoraddresss research
problens about temporal interoperability of metadata and expldie benefits of provenance
descrption for metadata longevityShe clarifies the crucial issues in metadata longevity from
perspectives of metadata application profile longevity, metadata vocabulary longevity and risk
management in metadata longeviBhealso poins out the novelty of thisesearch compared to

previous studies.

2.1. Basic Concepts

2.1.1. Concepts Related toSingapore Framework for Dublin Core Application
Profiles (DCAP)

Metadatai s A( Structured) Data about Dat ao. Met ad :
about anythingd or s i-In{imfbrynatidh drad tdeacdémentalidnrecordisSO 1548 9
managemefte x pl ai ns met adata as fAdata describing the
and their management -1t 20k6pMe@gmetadatansentetadath &6ut 1 54 8 9
metadata. For example, who crebtlke metadata, when it was created, and how it was created are
metametadata (Greenberg, 2003).

Singapore Framework for Dublin Core Application Profiles defines a set of descriptive
components that are necessary or useful for documenting an applicafitengord describes how
these documentary standards relate to standard domain models and Semaritandaiions.

Metadata practitioners had begun to experiment with the idea of Application Psofiles1 999
The Singapore Frameworlor DCAP defines the components of a metadata schema for an
application and related components such as metadata vocabularies (&lilak@08).

According to the Singapore FrameworkDablin Core Application Profile (DCAP) is a
packet of documentatiohat consists of Functional Requirements, Domain Model and Description
Set Profile, Usage Guidelines and Encoding Syntax Guidelines. The first three components are
mandatory and the last two components are optiddescription Set Profile (DSP)defines
structural constraints of metadata (Nils®iral, 2008). There are two levels of templates in a DSP.

One isDescription Template (DT)t hat contains the fistatement t emj
kind of description as well as constraints on the describesio ur c e 0 . fStaterhehter o ne |
Template (ST)t hat contains fAall the constraints on the

schemes, etc. that apply t o &trusturah@hseank(5)d of st a
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defines structural datures of metadata neutrally to any implementation syntax. Structural
constraints include definition of data structure, mandatory levels, iteration constraints of
description, and other constraints on properties and property values defined in stataplaitte
This study refers to the DSP itself and its components (i.e., DT, ST, SC) as a structural schema
instance.
Metadata Schemais (semi)formal description of a scheme which defines syntactic,
structural and semantic features of metadata used fp@Eitation. Metadata schema is a typical
metametadata (Li et al., 2015). Some metadata schemas are established as metadata standards by
International Organization for Standardization (ISO) and National Information Standards
Organization (NISO) due to thavide acceptance and usage, for instance, ISO 19115 standard for
geographic dat a, NI SO MI X XML schema for i mages.
interchangeably with fAmetadata specificationod ar
In general, a metadata so& uses metadata elements drawn from metadata vocabularies and
establishes rules for the creation, use and management of metadata specifically regarding to the
semantics, syntax, and optionglifobligation level) of valueqISO, 20F). It is generally
understood to be a structured framework referring to data stru¢@nmesnberg, 2005In detail, a
metadata schema can define the following poi(its which elements are used to describe the
resource, (2) if the elements are mandatwrgptional, (3) if the elements are repeatable and how
many times they can or must appear in a metadata description, (4) what is the value type or format
of the elements, and other usage constrafntaetadata schema provides guidelines on thgeus
of the elements, identifies element obligations atigerconstraints, and provides comments and
examples to assist in the understanding of the elements. The elements can be newly defined or
extractedfrom one or more other existing vocabularies which may @y not be neutral to any
application. For example, the Dublin Core metadata elementgdefieed neutral to any
applicationsand used in many application profile$his dissertationusest he wor d el ement
whi ch can be interchangeable with fApropertyo anc
Metadata Vocabulary is set of metadata terms. It focuses on meaning of the terms and
provides definitions of the terms and relationships between the terms (Patel, 2008)uklin
Core Metadata Element Set (DCMES) and Library of Congress Subject Headings (OGBH).
dissertatiorusessi met adat a vocabul aryodo as a generic concep
vocabulary and value vocabulary pfoperty vocabulary is a set of terms expressing attributes of
a resource and relationships between resources, which is often called metadata element set, e.g.,
DCMES and BIBFRAME vocabulary. #alue vocabularyis a set of terms expressing classes of

resources and encoding sohes of property values, e.g., Library of Congress Subject Headings
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(LCSH). Metadata Term is controlled term defined for description of a metadata instance. There
are two categories of metadata terfingroperty vocabulary terms and value vocabulary terms,
which may be simply called property terms and value terms, respectively. A property term may be
called an attribute axdescriptive element, e.g., terms defined in the DCMB&@8ryterm included
in a controlled vocabulary such as LCSH and MeSH,thatermthat defins a class, type and
encoding schemes of a property valiavalue term.

In a broad sense, metadata schema incliitadata Application Profile and M etadata
Vocabulary. In a narrow sense, metadata schema caneedassameasmetadatapplication
profile. In the latter case, metadata vocabulary is separated from metadata schema and is used by
metadata schema. A metadata application prisfileiented for an application, a commundtyda

context.

2.1.2. Concepts Related to Metadata bngevity

Metadata Longevity is to keep metadata continuously accessible, usabtinterpretable
for along timeby bothhumars and machines. It implies an active and continuous process, and
concentrates on approaches with an emphasis on meitadadperability across communities and
over time. The longevity issues of metadata are mainly discussed from management perspective in
this study

Metadata Interoperability is the ability to exchange metadata without any special effort
among different syems. There are many dimensions of interoperability, such as syntactic
interoperability, structural interoperability, and semantic interoperability. This study focuses on
temporal interoperability of metadata from the time dimension.

Temporal Interoperability of Metadata is interoperability of metadataver time The
following issues should be considerddr temporal interoperability of metadataer its lifecycle:
what happens to metadata since its origination, what causes the changes to metadata, how to keep
metadata interpretable by both humans aadhimes regardless of changemetadata application

profiles and metadata vocabularies.

2.1.3. ConceptsRelated to Rovenance

Provenanceis defined byW3C Provenance Working Groups fia record t hat
people, institutions, entities, and activities involved in producing, influencing, or delivering a piece
of data or a thing. In particular, the provenance &rmation is crucial in deciding whether
information is to be trusted, how it should be integrated with other diverse information sources, and

how to give credit to its originators when reusing it. In an open and inclusive environment such as
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the Web, whez users find information that is often contradictory or questionable, provenance can
hel p those users to mak.e203xy ust judgementso ( Mor €
Digital Provenanceis chronology or chronological information related to a digital object
over its lifeime. Digital provenance typically describes agents responsible for the custody and
stewardshipohdi gi t al object, key events that occur ov
cycl e, and ot her i nformati on ars managenaenhteahd wi t h t
preservation (PREMIS Editorial Committee, 2012).
Metadata Provenanceis a record that typically describes responsible agents, influencing
actions, associated events and other related information about metadata over its lifecycle (Li and
Sugimoto, 2014). Both provenance of metadata application profiles and provenance of metadata
vocabularies are metadata provenance.
Formal Provenanceis provenance description in accordance with a-gtellctured scheme
and recorded inraunderstandablandmachineprocessable form.
Semiformal Provenance is provenance descriptiofollowing structured syntax and

recorded in a natural language.

2.1.4. Concepts Related to W3C PROV

W3C PROV Standardis published by W3C Provenance Working Group and inclades
of documents, e.g., PROGDM, PROV-O, PROVCONSTRAINTS, etc. The standard refers to
many aspects of provenance, such as modeling, serialization, exchange, access, validation,
semantics, and reasoning (Moreau et al., 20kb)PROV, Entity and Activity ee critical
componerd to describe provenance. RROV Entity is a physical, digital, conceptual, or other
kinds of a thing.For instancea Web page, a schema, or a vocabularyPROV Activity is
something that occurs over a period of time and acts upwitlorEntities. Activity is used to
represent how an Entity comes into existence and how attributes of an Entity change to become a
new Entity (Gil et al., 2013; Moreau et al., 2013). For example, publication of a paper, translation

of a book, revision o schema or a vocabulary.

2.1.5. SemanticWeb Standards

Resource Description Framework (RDFdefines a model and syntax of metadata for World
Wide Web. In the RDF data model, the basic unit of metadata is a statement expressed as a triple
composed of <subject>, <predicate> and <objéBthreiber and Raimon@014). An instance of

metadata for amformation resource is a set of triples where all the triples have the resource as its
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<subject>. Property terms are used as a <predicate>. Value terms are used to specify class/type of
a <subject> and <objectxties and used as an <obje€Ls et al, 2015).

Web Ontology Language (OWL)is a knowledge representation language, designed to
formulate, exchange and reason with knowledge about a domain of interest. OWL 2 ontologies
provide classes, properties, individuals, and data values for modelling with GWiiz[2r et al.,

2012).

Simple Knowledge Organization System (SKO)rovides a data model for expressing the
basic structure and content of concept schemes such as thesauri, classification schemes, subject
heading systems, taxonomies, folksonomies, and other similar types of lednicalabulary. The
SKOS vocabulary can be used to represent and publish concept schemes asnemdhire data
on the Wel{lsaacandSummers2009.

SPARQL Protocol and RDF Query Language (SPARQL)s a language and protocol for
RDF. SPARQL can be usdd express gueries across diverse data sources, whether the data is

stored natively as RDF or viewed as RDF via middlewWidearis et al., 2013

2.2. Temporal Interoperability of Metadata for Metadata Longevity
2.2.1. Metadata Transferred as a Digital (bject onthe Web

Metadatais a digitalobject instoreddatabaseand interpreted bgystems. Metadata in the
networked information environment has features different from conventional metadata primarily
designed for use in a single database or a set of dataBasestance of metadata on the Web is
no longer an object enclosed in a database, but the instance is an object that is transferred from a
site to another and shared among those sites. Metadata transferred as a digital object on the Web is
a nAfi roshtj ecltadssand has features as foll ows. (1)
structured according to a scheme. Structural features of metadata are assertions about data structure,
mandatory levels, iteration constraints of description, and so fStbh assertions represent
attributes and values of resous@e machinereadable form. (2) Syntactic features: Metadata can
be serialized in different syntaxes, e.g., HTML, XML, RDF/XML, Turtle, JS@hNjJSONLD
(Greenberg, 2003)3) Semantic feature$heelementarysemantics of metadata are specified and
defined in ametadatavocabulary. The meaning of every metadi@an and the relationships
betweenerms areidentified as thesemantic features of metaddtiR| is used as the base scheme
to identifya term in theLinked Open Data (LODgnvironment

Digital resource both in a database amthe Web may be unidentifiable and irretrievable

without metadata. Metadata exchanged and transfereatigital object is at risk of being unusable
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in the netwoked environmenbecause of dynamiactors, such as unstable identifiefherefore,
in the long run, metadatahould be continually managed to ensure its availability, quality,
persistence and permanence over time. However, metadata longeuity tifficult to guarantee
over time and there are still meell-establishedpproaches for metadata longevitye content,

semantic, structure, and provenance of metadata should be maintained for metadata longevity.

2.2.2. Metadata Interoperability and Temporal Interoperability of Metadata

Thefil nt eroperability | evhaseendeified d3the following Cor e
four |l evels of metadata interoperability. i At
natural language definitions. Ag\tel 2, data is based on the formal semantic model of the W3C
Resource Description Framework. At level 3, data is structured as Description Set (records). At
level 4, data content is subject to a shared set of constraints (described in a Descriptior SetlPe ) 0
(Nilsson et al, 2008. According to Dublin Core metadata interoperability, using standardized
metadataapplication profile and metadata vocabularies are recommended for achieving better
structural interoperability and semantic interoperability of metadata.

This study deals with issues related to metadata longevity, which focuses on keeping metadata
interpretable by humansnd machines over time. Metadata application profiles define data
structure and metadata constraints while metadata vocabularies define semantics of metadata.
Longterm maintenance of metadata application profiles and metadata vocalisleetpsred for
consistentmaintenance ostructural and semantic features of metadata. Metadata application
profiles, metadata vocabularies and metadata reecoaysbe changed over tim&he dynamic
environments bring changes to them and the changes should be alsoyprepertied for
consistent maintenance of metadata over tiimel recording their change history as provenance
descriptions ibeneficial to longerm maintenance of metadata.

The research problem addressethis study is that there are mell-developednodels for
metadata provenance to suppbe longevity of metadata. The autiattempedto propose models
for formal provenance description of metadata application profiles and metadata vocabularies,
which describes change history of metadata applicagtiofiles and metadata vocabularies for
metad#a longevity, respectively.fis studyis aimedto develop provenance models for metadata
longevity by applying W3C PROV standard to metadata application profiles and metadata
vocabularies. This study providesiswers to the following research questions: What is the
requirement of metadata longevity? Why need to keep metadata interpretable over time? Why
metadata application profiles and metadata vocabularies should be consistently maintained? What

kind of risksaffect metadata longevity? What are the primitive changes to metadata application
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profiles and metadata vocabularies? How to formally record these changes as provenance
description? How to formally describe provenance of metadata application profilesetamthta
vocabularies in machingrocessale form by using Web standards?

2.2.3. Why Formal Provenance Description for Metadata Longevity

Provenance has been studied in different domains. In the archival and museum community,
provenance is widely used fdenoting ownership. In archival systems, provenance is adopted to
ensure data trustworthiness. The research interest in provenance has been increasing and many
working groups related to provenance have been established. The W3C Provenance Incubator
Group Q0052010) and W3C Provenance Working Group (28013) have made a lot of effert
in developing standard for provenance representation. The International Provenance and
Annotation Workshop (IPAW) is a biannual workshop since 2006 and concerns about data
provenance, data derivation, and data annotafidve workshop on Theory and Practice of
Provenance (TAPP) also facilitates the development of provenance rede@hh.Metadata
Provenance Task Group implemented ADasdW3Cn Cor e t
working group note. Data Observation Network for Earth (DataONE) project to support discovery
of earth data and environmental data established Scientific Workflows and Provenance Working
Group and made effort to develop provenance managemehiteatare for scientific data
processing systems. Provenance of research data is also addressed by researchers to facilitate data
reproducibility. The Research Data Provenance Interest Group on Research Data Alliance focuses
on comparison and evaluationrabdels for data provenance.

It is already recognized that provenance is crucial to longevity of digital objects according to
the OAIS reference model and PREMIS metadata standagijital preservation communit
Provenance is widely used for data trust judgement, data quality assessment, data error checking,
datareproducibility, revelation of Wb pages6 revision history, and
Incubator Group reported use cases of provenance, whichadfegee dimensions of provenance
proposed by this group, i,econtent, management and 8¢3C Use Case Report, n.a\W3C
Recommendation titl ed A Da(Léacio etral., ROAygecowimdnds Be s t Pr
providing complete information about the origin of the data and changes h&tdrgxplains the
reason for providing data provenance informatidnderstanding the origin and history of data
helps determining whether to trust data and pravidgortant interpretive context.

The Semantic Web is designed to represent information in a maelsidable format. The
machinereadable data provenance can be provided using an ontology recommended to describe

provenance information, suh a s W3adce onloggléscio et al., 201)7 The use of
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Semantic Web technologies has been advocated to facilitate provenance acquisition, representation,
and reasoning. The triple structure of RDF simplifies graph representation. Many researchers
advocate theise of RDF to eépresent provenance informati@voreau, 201] In the Semantic

Web environment, the ability of processing and exchanging proveaammeg different systems

is required.The advantage of the formal descriptioha metadata schema over contienal
changelogs is automated auditing to help find errors and inconsistencies between the versions of
the metadata schemBlence, Semantic Web standards PROV and RBF usedas baseso

formally describe metadata provenance, which is maghineessale for provenance interchange

on the Web.

2.3. Management Issues in Metadata Longevity

Metadata is created according to its metadata schema, which often uses terms from metadata
vocabularies to describe a resoutdetadata standard and terms are benefioralinderstanding
metadata. Standards of metadata and dictionaries of terms used in metadata should be stored to
guarantee usability of digital data (content and
time information contained in metadatamiy be di f f i c (Ttatzyketal., 20kvd er st and
Without metadata schema and metadata vocabulary, users may misunderstand data structure and
meaning that metadata holds. A metadata schema should be preserved as well as metadata instances
createdaccading tothe schemaand the adopted metadata vocabulary should be also preserved to
keep semantics of metadata interoperable.

The authortried to determine the crucial management issues affecting metadata longevity.
This section is devoted to discussions on metadata longevity from the perspefctormyterm
maintenance of metadata application profiles and metadata vocabularies as weliéa petes

in their longterm maintenance.

2.3.1. Long-term Maintenance of Metadata Application Profiles

Metadata application profiles have been developed in a wide range of domains for various
purposes, for instance, DataCite metadata schema for resoutioa eital retrieval purposes, Asset
Description Metadata Schema for describing assets (the narrower meaning of metadatésschema
usedhere, andt does not distinguish metadata application profile and metadata schema). An
application profile defines rule® describe a resource. Application profile supports resource
description, metadata creation, metadata interoperability and metadata sharigaplidation

profile provides a guidance for metadata creation for a specific domain or a type of resource. Every
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element defined in an application profile for a community is exchangedidtame meaning.
Therefore, a weltlefined and interoperable apglton profile can facilitate interoperability and
sharing of metadata among systems.

An application profile is usually defined in a document that can be created in various forms,
e.g., CSV, XML, RDF/XML. Application profiles are preserved as a documetiLiman readers
in the conventional maintenance environment of metadata. In th@&theart Web environment,
metadata application profiles are digital objects transferred over networks and are no longer simple
documentike objects. With the developme of Web standards, metadata application profile
description has been transiting from sdorimal description in a natural language to formal
description in a machinprocessable language. The Web standards (e.g., RDF and OWL) assist in
metadata applicain profiles description in a machipeocessable form, which brings new
requirements of longerm maintenance of metadaldne effective and consistent maintenance of
metadata application profilésneededh networked information environment. The conistis(for
example, mandatory levels, iteration constraints, usage constraints) defined in a metadata
application profile should beonsistentlymaintained.

Metadata application profile can be developed by subject discipline and technical
professionals in@ta representation and data processing. A metadata application profile is designed
to meet community needs, which may change due to many reasons, such as emergence of advanced
technologes, changes of resource scope, changes of resource descriptionmeqtsreDifferent
versions of a metadata application profile will be released if there are major changes made to the
metadata application profile and the changes are approved based on the community consensus.

Once a metadata application profile is publisheximaintainer should continually maintain the
application profile. The changes to metadata application prafiiesldbe properly recorded to
prevent inconsistencies in the future use.

Take the DataCite metadat a s clisteframe netadatan e x a mp
properties chosen for an accurate and consistent identification of a resource for citation and retrieval
purposes, along with rThelatestuersiod ef this sclsema is Mersionr uct i or
4.0 released in 2016. It has pi@us versions, e.g., Version 3.1 released in 2014, Version 3.0
released in 2013, Version 2.2 and 2.1 and 2.0 released in 2011. There are changes between its two
consecutive versions and these changes are recorded in a natural language. The folloarimg are s
change examples from Version 3.1 to Version 4.0:
to mandatoryo,; AAddi tion of new optional subpro
fami |l yName a riDhta@te Scieemad\ a.diyetiie Web enviosnment, there is a need to
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record changes to metadata application profiles in maghiomeessable form for effective auditing

errors or finding inconsistencies in metadata.

2.3.2. Long-term Maintenance of Metadata \bcabularies

Using a metadata vocabulary is beneficial to searching, finding and sharing metadata of
resources. Memory institutions (including libraries, archives, museums) use controlled
vocabularies, thesaurus, classification schemes, and name authorities foreresmamgption,
bibliographic organization and bibliographic control. For exampl€SH used in library
community, Getty Art and Architecture Thesaurus (AAT) used in museum community. Some
widely-used metadata vocabularies are identified as standardsadtande, DCMES has been
approved as ISO standard 15&8%1 ANSI/NISO standard Z239.8912, which is widely used for
metadata description of resources to exchange information in the networked environment.

Metadata vocabularies need lelmgm maintenance fdfuture use. When a newly defined
version of a metadata vocabulary is published, usually there are some cinamgiés previous
version, e.g., renaming of a term, addition or deletion of a term. In addition, the meaning of a term
may be changed, relatiship between terms may be revised, a composite term may be split to
single terms, oma set ofsingle terns may be merged into one composite term, a bibliographic
reference cited in a usage comment may be updated, the status assigned to a berchamayel.

Take the term addition in DCMES vocabulary as an example. The standardized DCMES is
conposed of fifteen core element$he changes made to DCMES elements between 2001 and 2006
were maintained by the DCMI Usage Board in light of the DCMI Namedpalagy. Each decision

of DCMI Usage Board is assigned a URI, and links are creasgpmrtdocumentation, decision
texts, and to the historical term declarations of any metéelans affected by the decisiofiaker,
2007;Baker, 200X

Clarifying requrements and issue# maintaining metadata vocabularies is useful for
metadata maintenance. Stability is a key concept fortemg maintenance of metadata especially
for metadata vocabularies published on the Web. The stability of the vocabulary UInahRI
is essential on the Web. The Web environment brings other issues for tHerlongaintenance
of metadata vocabularies that are represented in RDF by using Web standards such as RDF schema
(RDFS), OWLand SKOS. Maintenance of term identifiersl dneir stability is ammportantissue
referring to access of metadata terms on the Web.

Well-defined and sustainable metadata vocabularies can lead to better interoperability and
harmonization across institutions and over time. Therefore, maintainexcatbularies should

make sustainable policies referring to namespace policy, publication policy, change policy, and so

17



forth. Baker discussed @et of requirements for vocabulary preservation and vocabulary
governanceMetadata vocabulary creators and maintainers are recommended to reuse existing and
well-known metadata vocabularies to improve semantic interoperability of metadata. Vocabulary
managers, standard bodies, and memory institutions can tegekher for globlagovernance
(Baker et al., 2013

Not only the documentations of metadata vocabularies themselves but also the changes made
to them are worthy of being recorded. Proper change documentation should include sufficient meta
information to assist users inderstanding the change, the requirements driviagd,its potential
consequencegBaker and Alistair, n.J. Provenance description of metadata vocabularies
describing change history of metadata vocabularies is a kind ofinfietanation that can providl

contextual information for these changes, e.g., what had been changed, how it was changed.

2.3.3. Risk Management in Metadata Longevity

Handing risks isa significant task for longerm preservation of digital objects. Risk
management is required to ensure continual monitoring of potential risks and minimize their
possible effects. In the OAIS reference model, risk management is an essential part oftimreserva
planning (Hein and Schmitt2013. The Simple Properi@riented Threat (SPOT) and Digital
Repository Audit Method Based on Risk Assessment (DRAMBORA) have been proposed as risk
assessment methodologies. The SPOT model focuses on safeguarding hgedtsttd Six
essential properties (i.e., availability, identity, persistence, renderability, understandability, and
authenticity) of digital objects. The SPOT provides a simple model for risk assessment on these six
properties. DRAMBORA is a toolkit for digital repository audit including a list of over 80
examples of potential risks to digital repositor{Bappert, 2016Yermaaten et al., 201DPC,

n.d). DRAMBORA provides a ristbased approach to enable repositories to monitor how they are
handing the risks associated with preservation. SPOT and DRAMBORA are mainly used for risk
management in digital preservation community. However, SPOT and DRAMBOR®&t dtassify
risksin metadatdongevity.

Risks in metadatdongevity actually exist and these risks can be technological, physical,
organizational, legal, financial, political, etthese risksshould be managetb mitigate the
likelihood of theiroccurrence. Risk management for keeping metadata and its schema safe is a
crucial research issue. Without managing potential risks, problems in reusing metadata might be
caused. Loss of metadata schema (metaddens incluthg metadata application prodiland
metadata vocabulary in a broad seissgsechere) and no provision of its provenance information

may result in loss of data meaning, difficulty in identifying data authenticity, inability ofelase

18



and cost of recreation and recovery of dataer&fore, metadata longevity requires preventing
metadata from potential risks in lotgrm maintenance of metadatdetadatashould be kept
interpretable for the future and riskstive longevity ofmetadata application profile and metadata
vocabularyshauld be detected. The authgives risk analysis with emphasis on risks in letegm
maintenance of metadata application profiles and metadata vocabularies by following the steps
identified by general rismanagement standard 1ISO 31GIM9.

ISO 310002009 provides a guideline for managing risks, which can also guide risk
management in metadata longevity. Risk is defined as the combination of the probability of an
event and its consequences. According to ISO 31000:2009, risk assessment comprises three steps
including risk identification, risk analysis and risk evaluatibhe step of risk identificatiors to
identify sources of risk, areas of impacts, events and their potential consequences. Significant
causes and factors that have impact on metadata longevity as well as consesjuamdebe
considered in the step of risk analysis. Risk evaluation steprdines treatment to these risks
(Leitch, 2009 1SO, 2009. According to the steps defined in this stand#nd, authorgenerally
identified risks inongevity of metadata schemas. (1) Metadata schema describing a resource may
be unknown, improperly recorded, lost, changed, or obsolete. (2) Metadata schema describing a
resource may be improperly maintained and their revision history még consistently recorded.

(3) Provenance information about the resource and its metadata schema magansistently
recorded in machinprocessable form. (AResourcadentifier may be inconsistent or instable.

The authorproposs strategies to avoid the riska metadatalongevity as follows: (1)
preserving the documents of metadata schema, (2) recording and maintaining metadata schema
along with their revision history, (3) recording provenance of metadata schema, and (4) creating
sustainable identifiers schemes. Tablkeprovides a brief analysis to these risks referring to their

causes, consequences and treatments.
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Table2.1: Risks inlongevity ofmetadata.

Risk 1 Cause no recording of the name of metadata schema

Metadata schema may I Consequencd user cannot find definitions of data structure and te

unknown Treatment recording the used metadata schema

Risk 2 Cause incorrect recording

Metadata schema may I Consequencd misunderstanding of metadata;

improperly recorded inconsistency in metadata mapping

Treatment error checking

Risk 3 Cause lack inpreservation of metadata schema

Metadata schema may be lost failure in preservation of metadata schema

Consequence user cannot understand metadata

Treatment successful preservation of metadata schema

Risk 4 Cause new versions of metadata schema are released

Metadata schema may I Consequencq metadata records are not kept invalidated

changed Treatment consistent recording of occurred changes

Risk 5 Cause failure transformation between formats

Metadata schema may I Consequencg the contents in metadata schema are lost

obsolete Treatment file format migration;

using tools for format validation

Risk 6 Cause human operation mistake

Metadata schema may I Consequencq loss of metadata schema

improperly maintained Treatment conducting error auditing

Risk 7 Cause not all changes amecorded

The chages to metadata scher] Consequencq maintainer cannot continually track the chain of

are irconsistently recorded revision history of metadata schema

Treatment changes detection, recording and tracking

Risk 8 Cause identifier scheme is changed

Identifiers used in metadal Consequencd metadata cannot be accessed

schema may binstable Treatment using persistent identifiers

2.4. Research Goals and Research Challenges

The overall goal of this study is to facilitate metadata longevity through-teng
maintenance of metadata application profiles and metadata vocabularies. As mentioneti@bove,

authorclarified management issues of metadata longevity and requiremertadata longevity
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from time dimension, with a purpose to propose models for provenance description of metadata
schemas to support lostigrm maintenance of metadata.

It is a big challenge to keep metadata interpretable by humans and machines overetime. Th
are difficulties and problems in keeping contents and semantics of metadata interpretable in the
dynamic information environmemindover time. For example, loss of metadata schemas and no
provision of their provenance may lead to difficuityundersandng metadata; inconsistencies
caused by changes to metadata schemas over Tineechange history of metadata schemas
including changes in structural constraints aeanantics,should be consistently recorded
provenance descriptions for lotgrm maintenance ohetadata schemagherefore, he author is
attempting to keeghange history ofdata structure and meaning of metadata readable and
understandable both by humans and machines through formal provdeaadption of metadata,
regardless of changes to metadata application profiles and metadata vocabularies over time.
Another research challenge lies in how to generalize model for provenance description of metadata
schemasnd how to consistently maintdimeir revision history. This study proposes models with
basis on the features of metadata application profiles and metadata vocabularies aligned with their

primitive changes.

2.5. Research Novelty

Researchergavepaid a lot of attention to longevity dfgital objects. Metadata preservation
is still a new issue which is different from preservatbthose digital objectBased orthesurvey
resultsin this study the author has found thkss studies related to metadata preservation have
been carriedut. Literature review in detail will be given in Chapter 3. Metadata curation can be
broadly interpreted as active maintenance of metadata and appraisal of metadata for both current
and future use over its entire life cycle. Metadata curation involvestanging, preserving and
adding value to metadatarttughout its lifecycldDCC, n.d.) And metadata management is the
sum of activities designed to create, preserve, describe, maotans, and manipulate metadata
(Westbrooks 2005) Though there are studies related to metadata curation and metadata
managementMayernik, 2016 Shaon and Andrew, 200&unmicrosystems, 2005; Shaon, 2p05
their perspectives (e.g., lifecycle management, metadata quality) are quite different from this study.
This studyis carried oufrom the perspective of temporal interoperability of metadata and the view
of metadata provenance description to discussdattdongevityln practice, metadata repository
can assist in metadata collection and metadata storage. Metadata registry can provide function of
maintenance of metadata application profiles and metadata vocabularies. However, metadata

repository and methata registry do not ensure metadata longevity and temporal interoperability of
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metadata. As introduced in Section 2.3, several management issues related to metadata longevity
are raised upThere is necessityo explore solutions to #se management issueGiven to
important roleof provenancén the longevity of digital objectshe autlor propose to formally

record provenance description of metadata for metadata longevity over time.

Provenance describes a series of events and activities happened on a digital object and is
required for data trustworthiness in digital archival systems. However, provenance description for
metadata longevity is not well discussed in the community ofadligieservation. In this study,

W3C PROVis selectedor provenance description of metadata since that PROV is developed for
provenance description and provenance interchamgthe Web It is already recognized that

PROV can be applied to specific apptioas or domains due to its extendibility. Although W3C
PROV standard has been applied to describe various kinds of data provenance (e.g., provenance of
workflow, research data, and climate data), there are still no models for provenance description of
metadata application profiles and metadata vocabularies. Therefore, another noveltyidhis

liesin the proposed models for formal provenance description of mettalégailitatelong-term
maintenance ofmetadataschemasThe proposed models are nqvehd they enable trace of

primitive changes of metadata application profiles and metadata vocabularies.
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3. Literature Review

This chapter reviews the relevant research. It covers previous literature on metadata curation,
metadata management, and metadata interoperability. Research related to provenance has mainly
involved the provenance modetgspvenance trackingiroverance usegin libraries, archives and

museumsand provenance issues theSemantidNeb.

3.1. Metadata Curation and Metadata Management

There is strong emphasis on digital curation, data curation, and digital preservation in the
research communitgPoole, 2015 Metadatahas beemecognized as the key function @fration
and preservatioet adat a curation fAmay be defined as an i
for the continuous managementhich involves creation and/or capturing as well as assuring
overall integrity of metadata amongst other thjreysd preservation of metadata records over their
life cycled (Shaon, 2008)Shaon(2008) proposed anetadata curation model embedded in the
OAIS reference model with functions of metadata ingest entitiadagéa quality assurance entity,
the metadata versioning entignd metadata management entibfayernik (2015) outlined five
categories of institutional cders to analyze how data management, curation, and preservation
practices emerge, evolve, amdnsfer within and across scientific institutioBsta practices and
curation vocabularygDPCVocab)consisting terms about research data practices, data and curation
in earth and life sciencdsas been develope®PCVocabprovides a common vocabulafgr
interactions amongurators, data producers, system developers, and other stakeholders in the
curation proces@Chao et al., 2015However, the approach is a conceptual solution and needs test
in a digital curation systenihere are still no comprehensive and effective approaches to metadata
curation.

Ball (2012) comprehensively reviegmain lifecycle models for data management including
DCC curation lifecycle model, 12S2 idealized scientific research activity lifecycidem®DI
combined life cycle model, ANDS data sharing verbs, DataONE data lifecycle, UK data archive
data lifecycle, Research360 institutional research lifecycle, and capability maturity model for
scientific data management. Metadata management reféues activities associated with ensuring
the proper creation, storage, and control of meta@a¢tadata management white pa@£03.

Sen (2003 summarizd the history of metadata management from file systems since 1960s to
creation of metadata warehouse after 2000. K205) presentd the difficulties in metadata
management referring to metadata definition and management, technology and standards. He also

listedup the basic set of facilities in a metadata management system.
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The application and development of Web technologies (e.g., emerger@b ahd Semantic
Web) bring new challenges for metadata curation and metadata managdimeriongterm
usability of LOD is an emerging issu€OD are machingeadable following Web standards and
protocok, such as RDF, SPARQLOD are digitatborn objects and structured data that cleang
over time. Theidynamc charactdsticsbring the persistence issue.

Auer etal. (2012) stated thchallenges of preserving LODBcluding provenance problems
relating to the evolution of LOD datasethiey presented requirements of management of temporal
and provenance annotatiors ftonstant accessibility of LOD. They proposedistributedand
servicebased infrastructure for LOD preservation, which includes change detection, provenance
support and other functionalitifapastefanatos (2018)esented.OD preservation and loRtgrm
accessibility issueandproposed a framework integrating provenance tracking, change detection
and quality control for management of LOD evolution.

The EUf u n dPeederviid.inked Data (PRELIDA) projectst art ed in 2013 for
researclon Linked DatapreservationThe poject repors identifydifferencesand analyze the gap
betweenLinked Datapreservation and digital preservatiorhey pointed out OAIS fidoes not
ensure consistency or interoperability between implementatiand presened challenge to
preservation otinked Data(Giarettaet al., 2014Gr i gor i s ). &he predct.also gded 1 4
insightsand issues related to loterm usability oLinked Data for instance, change management,
data evolution.

Memento protocol is specified in RFC 7089 and defimeteroperability for access to resource
ver sions based on aaitexiged ata specéidonomeaentamtig@eiprotoctl R |
is usedo deal with archiving of different versions of Web resou(éegr et al, 2012).It has been
adopted bymany major publicly accessible & archives, for example, Memento compliant
DBpedia archive.

Researchers paid a lot of attention to data curation and data management irf¢heyeass.

They discussed the issues from the perspectivdifecycle anddata quaty. From existing
practices, the autholearred that building datemetadatarepositories, digitalarchives, and
data/metadatemanagement systems are options to manage and storeetatéataDepending on
operational and practical requirementsetadata can be embedded with the datastored
separately from the data in a classic relational databaseaarRDF triple storeResearclissues
about metadata curation are usuailbt treated as a separate issusfeadmetadata roles are
addressd withingenerablata curationresearch data curation, and data curation in specific domains.

The effective management of metadata is critical to data lifecycle management. Although

metadata curation and metadata managemertrbeeived attention fromesearchedeeping the
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digital content of metadata persistent and interpretable is still a difficult problem to solve in practice.
Methodsand technologiefor effective management arsafe preservation of metadata for long
time should be developed bofbr closed system and open Web environment

3.2. Maintenance of Metadata Vocabularies

Semantic Web Best Practices and Deployment Working Gxmgabulary Management
Task Forceestablished in 2004 abh¢ World Wide Web Consortium (W3C) has developed best
practice guidelineand principlegor publishing RDF vocabularies on the Wé&heir achievements
contributea lotto the development and maintenance of vocabulaspscially RDF vocabularies
in the Web and Semantic Welenvironment(Kendall et al., 2008)For instance, identifying
metadata terms using URIs, identifying the historical version of a vocabulary or its terms (e.g.,
provenance documentation), declaration of terms using a formal and mpaiiessable schema
language.

The DCMI Vocabulary Management Community started the special session with the theme
of vocabulary managemerat the international conference on Dubli@ore and Metadata
Applications (DG2011) And later DC-2013contirued thiswork andheldanotherspecial session
on vocabulary managemerthesesession discussedrucial issues for maintenance of metadata
vocabulary, such as persistent URhamespace policy, publication policy, tracing of vocabulary
history, vocabulanpreservationThe community addresses creation, maintenance, versioning and
sharing of vocabularies and providgsdance to metadata practices, whiasidentified a range
of management issues to be consideffearthermore,a set of requirements for vocabulary
preservation and governance have been preserdgel term in a vocabulaiycited by a URI and
resolvable to a formal, machineadable representation of the term meaning; policies related to
maintenance, copyright, drversioning are made available; reugethe existing vocabularies;
cooperation between memory institutions and vocabulary maintgBeker et al.2013.

Linked Open Vocabularies (LOV)as part of the DataLift projegtaslaunched andhosted
by the Open Knowledg&oundation since 2011The LOV initiative plays vitd role in the
vocabulary ecosystem. LOV gathers and provides the information such as interconnection between
vocabularies, versioning history and maintenance pepdenbusche et al., 2017Kunze et al.

(2017 presertd their work aboutdevelopnent ofa persistence vocabulagnd solutions for

identifier technologyor the objects that the scientists want to reuse for thetkng

! Please sebttp://lov.okfn.org/dataset/lov
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As stated in the previous research activittes, requirements famaintenance of metadata
vocabulariesn the Web environmeneached to a common consensssbility and persistence
are the main concern for loftigrm maintenance of metadata vocabulari®sspite he lack of
change history and provenance may limit the reuse of metadata vocabutetiadata terms in
metadata vocabularies are still often teehand examined from a static rather a dynamic
perspective in practicelherefore, metadata vocabularies need proper documentation of their
changes and contextual information with provenance to assist users in understanding the changes

and the developmenf metadata vocabularies.

3.3. Metadata Registries for Metadata Interoperability

Thestandards fometadata registrigave been well developed, for examples International
Standards Organization/International HEtetechnical Commissiorl1179 (ISO/IEC 11179,
metadata registries standard developed by ISO/IEC JTC1 SC32 WG2 Development/Maintenance.
ISO/IEC 11179 has been a vitstandardfor the development of metadatehemes for digital
resources. The standadiscusses and introduces fundamental ideas & dements, value
domains, data element concepts, conceptual domains, classification schemes; provides guidance on
how to develop ambiguous data definitions. Other standards guiding metadata scheme development
include ISO/IEC 20943, Procedures for AchiayiMetadata Registry Content Consistency;
ISO/IEC 20944, Metadata Registry Interoperability and Bindings; ISO/IEC 18038, Identification
and Mapping of Various Categories of Jurisdictional Domdihgse standards provideidance
for the development of metadata registries that are crucial for metadata interopefiisglityis
still no wellrecognized standard for the longevity of metadata schettiasugh there are dacto
and international standards designed for operable metadata such as Dublin Core Application
Profilesand standards for metadata registries

Metadata registriamanagestoreand provide searcdmnd/or browsservices fotheregistered
definitions of metadatavocabularies andhetadata application profiles. Metadata registpley
crucial roles irthe management astiaringof metadata termsnetadata vocabularies and metadata
application profilesacross communities and over tiffizunsire,2012. The metadata community
has madeachievemerst in the development of metadata registries, such as CORES registry,
MetaBridge registry, DCMI metadata registry, Open Metadata RegistfOMR)*, Resource

2 Please sehttps://www.metabridge.jp/infolib/metabridge/menu/?lang=en
3 Please sehttp://dcmi.kc.tsukuba.ac.jp/dcregistry/
4 Please sehttp://dcmi.kc.tsukuba.ac.jp/dcregistry/
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Description and AccesRDA) registry® The reuse of existing metadata termsessential to
improve metadata interoperabilitlthough metadata interoperability is an important aspect for
long-term maintenance of metadategtadata registriedo not ensuréhelong-term use of metadata
that covers many aspectdanagement aspecteconomic aspects, organizational aspects, and
technological aspectdl have impact ometadata longevitylhis study focuses on theng-term
maintenance of metadata application profiles and metadata vocabularies

Management and use of provenance information of metadata vocabularies and metadata
application profiles have not been well discussed except issues related to versioning@btiRrol.
provides service to vocabulary owners and managers about the versiahictggpage tracking of
their registered vocabularies. The information about changed time, action, and the vocabulary
maintainer who made the change are accessible on OMR history page. RDA vocabularies (element
sets and value vocabularies) are maintainetdiRDA Registry based on OMR with a combination
of Git and GitHub. RDA Registry supports the semantic versioning of RDA vocabularies. The
version designations follow the general principles of semantic versioning. GitHub provides the
changes list of releadeRDA vocabularies in natural language, elgi st s of AAdds new
enti,inddd new RDAAe@demeertwsaconstrainbegr ROAt eed e
publi shed RBDAddbewmahteovocabul ariesd and fARename
et al, 2015). However, these changes of RDA vocabularies are not kept interpretable to machines
over time.

In the long run, a metadata schema for an applicafiomg with used/ocabularies evolves
and is exchanged for communicatiwith future usersChanges iimetadata schema and metadata
vocabulary may cause inconsistencies in the-tengy use of metadatéhe consistent maintenance
and change tracking of the structucahstraints of metadatand semantidefinitionsof metadata

are both required for metaddtmgevity.

3.4. Perspectives of Provenance

Provenance has gained a lot of attention as summarized in3Iadnich shows provenance
related research in diverse areas, such as archival science, library and information science,
computer science, cognitigeience, and others (Lemieux, 2016).

In the archival science, General International Standard Archival Description (ISAD(G)),
Encoded Archival Description (EAD), International Standard Archival Authority Record for
Corporate Bodies, Persons and Familie®\AR(CPF)), and Encoded Archival Context (EAC)

5 Please see httpaivw.rdaregistry.info/
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cover provenance for arrangement of archival materials. The International Research into the
Preservation of Authentic Records in Electronic Systems (InterPARES) project addresses the
importance of provenancerfeeeping trustworthiness of digital records (Niu, 2013).

Provenance is used to identify authorship of works and origin of resources in the museum
community. The Getty Provenance Index Datafapesvide search services for provenance of
archival inventomrs, auction catalogs and dealer stock books. The CIDOC Conceptual Reference
Model (CRM) in the museum community has also been extended to model provenance information
of digital objects (Theodoridou et al., 2010), for instance, CRMdigpdel for provenance
metadata.

In library and information science, provenance of rare books and research data have been
discussed. For instance, the Council of Europease&teh Libraries (CERE)websiteprovides
search services of owners of old books. Provenance of resdatahis crucial for data
reproducibility as a service at research libraries. The Research Data Provenance Inter@st Group
on Research Data Alliance launched in 2014 focuses on tracking provenance for research data, such
as comparison and evaluation of misdier data provenance, maintenance of identity through the
data lifecycle.

In computer science, data provenance is a key issue especially in workflow and databases for
data transparency, data quality and computational reproducibility (Simmhan et &), ROO
geoscience, provenance description of climate change data and geographic data has been discussed,
where W3C PROV is used as their base m@dako et al., 2015; Tilmes et al., 201Byovenance
can be used to build trust in goods and supply chain in business community. For example,
PROVENANCE?® platform provides trace of digital history of registered produBtsvenance
associated with social media statements can be used to dispel rumors, clarify opinions, and confirm
facts (Barbier et al., 2013).

In the evolving and dynamic metadaeosystemit is necessaryo know how a metadata
schema is derived from its origination to a particular version. This study is aimed to define a formal
provenance description scheme for structural features of metadata schemas called application
profiles. It focuses on description of change history of application profiles as provenance data

exchangeable in the LOD environment.

6 Please sehttp:/Mww.getty.eddresearch/tools/provenance/search.html

7 Please sehttp:/mww.cidoccrm.org/crmdig/home

8 Please sehttp:/Mww.cerl.org/resources/provenance/main

9 Please sehttps://www.rdalliance.org/groups/researdataprovenance.html
10 Please sehttp://www provenance.org/
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Table3.1: Overview of provenance research.

Domains/Fields/Communities Research Focus

Digital Preservation Authenticity of digital objects
Archival Science Arrangement of archival records
Museum Science Ownership of arts

Library and Information Science Authorship of rare books; Provenance of research data
Data transparency, data quality, data reproducibility; provenan:

ComputerScience Linked Data provenance in workflow and databases

Cognitive Science Visual analytics

Geoscience Provenance of climate change data and geographic data
Business Provenance of products to provide trust in goods

Social Media Provenance of social media statements

Provenance description and provenance tracking are crucial issues in a wide range of domains,
such as Museums, Libraries and Archives (MLA), geoscience, computer s&emaenance has
been used to a wide range of domains to identify data trustworthiness, track ownership and/or
authorship of works, audit errors, reproduce research data, and soHowibver, the studies
conducted for provenance description of metadatharesearch area of metadata longevity are
quite limited.

3.5. Provenance Related Standards, Models and Vocabularies

From thissurvey, the authdearned that there are already a wide range of models, ontologies
and vocabularies that can be used for proneealescriptionThe Provenance Working Group at
W3C has published PROV family of documents, includingRR®OV Data Model (PRODM),

PROV Ontology (PROVO), and so forth. Theworking group aims at the description and
interoperable interchange provenance information in heterogeneous environments such as the
Web. PROVDM is a conceptual data model, which defines a set of concepts and relations to
represent provenance (Moreau et al., 2013). PIIOJ&fines a set of classes and properties as an
OWL2 ontology allowing mapping PROYM to RDF (Lebo et al., 2013)?ROV-DM is derived

from Open Provenance Model (OPM).

OPMis a research result of the International Provenance and Annotation Workshop (IPAW).
Based on the OPM Core Specification (v1.1), the QfNesigned to meet six requiremestsch
asexchange of provenance information between systems, representation of provenance for any
it hjamdyso forth (Moreau et al.,, 2010). OPM Vocabulary (OPMV), OPM OWL Ontology
(OPMO) and OPM for Workflows (OPMWjre defined pertaining to OPM. OPMV as an OWL
DL ontologyis designed to assist the interoperabibfyprovenance information on the Semantic

Web and to support provenance descriptions for datasets beyond those in the Web of Data (Zhao,
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2010). OPMO as an OWL ontology allows full expressivity of OPM concepts and supports
inferencing (Moreau et al., 2010). OPMWaIsOWL-DL ontology developed to represent abstract
workflows and workflow execution traces. OPMW extends and reuses OPM'sntol@gees. In

the latest release, OPMW also extends PROV to represent scientific procesgesa(@aGil,
2014).

W7 modelis developedo represent the semantics of data provenance in which provenance

is conceptualized as a combination of seveninteramc t ed el ements i ncluding
event) o, Ahow (action | eading to event) o, fi who
(time of event) o, Aiwhere (location of event) o, f
Awhy (reasewenftorhawhpyened) o (Li u, 2011) . A Voca

Provenance (Voidp) defines terms to describe provenance relationships of lddtadrdataets
(Omitola et al., 2011). Provenance Vocabulary (PRV) as an-OWhntology defines classes and
properties for describing provenance lohked Dataon the Web. PRV is a domain specific
specialization of PROXD. It is notable that PRV defines terms for both data creation and data
access (Hartig and Zhao, 2012). Provenance, Authoring and Versioniop@n(PAV) is
designed for the capture of essential descriptions for tracking the proeeratboring and
versioning of Vb resources (Ciccarese et al., 2013). BBC Provenance Ontology is designed to
capture data about the provenance of data in an Ripfe Btore (BBC, 2012). Provenir Ontology
(PO) defined in OWLIDL defines classes and properties to represent provenance metadata in
eScience (Sahoo and Sheth, 2009).

The authoranalyzed the existing provenance description models and vocablareed
Sugimoto, 2014and learned that: (1) some models are general and can be tuned to specific domains,
for example, PROV data model, Open Provenance Model; (2) some are designed to specific
applications, for instance, BBC Provenance Ontology. The existidglsido not cover description
of structuraland semantideatures of metadata. Wmther words, those models lackasses and
properties defined for describing changes in metadata application prafiésmetadata
vocabularies. Therefore, this studyalyze requirements to describe revision history of metadata
application profileand metadata vocabularies through provenance modeling.

W3C PROV standard refers to various aspects of provenance, such as modeling, serialization,
exchange, access, validati@@mantics and reasoning (Moreau et al., 2015). W3C PROV defines
a set of specifications, for instance, a conceptual data model (FFRO\And an OWL Ontology
(PROV-0O) for provenance description and interchange. W3C PROV has been applied to represent
provenace description of geospatial objects and global change information (Maso et al., 2015;

Tilmes et al., 2013). Missier and Chen (2013) encoded revision history of wiki pages using PROV
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DM. ProvONE conceptual data model developed in DataONE project is toremnce
representation of scientific workflow by extending W3C PROV (Cu&fiasnttin et al., 2015;
Missier et al., 2013). Lagoze et al. (2013) applied PRI to social science data with use
scenarios of provenance descriptions. The Oxford UniversitgdRels Archive (ORA) describes
digital objects with contextual information and provenance of scholarly outputs using ORA data
model, which was devised by incorporating PRDM for activity desciption (Jones et al., 2015).

Many provenance related modelxycabularies and ontologies have been developed to
describe provenance for general or specific applicaffoavious studies have shown that W3C
PROV is commonly applied in several domdiegause ats strong extendibilityHowever, those
applications of/¥3C PROV are not specialized for metadata schema. This study adopts and applies
W3C PROV to describe metadata provenance especially focusing on provenance description of

metadata application profilesid metadata vocabularies

3.6. Provenance Tracking and Repesentation of Changes

Provenance, context, and lineage are key components in data curation (Mayernik et al., 2013).
Shaon (2006) briefly presented requirements of f@mm metadata curation including metadata
preservation, metadata quality assurancetadata versioning, provenance tracking, and other
aspects. AMet adata curation recordod was propos
throughout its lifecycle and associated metadata. High quality metadata is significant to successful
long-term preseration (Shaon, 2005). Sousa et al. (2014) discussed assessment of metadata quality
using provenance for loAgrm accessibility of scientific data. Factor et al. (2009) addressed the
importance of provenance (history of creation, ownership, accesse$aamys of digital objects)
for longterm use of digital objects and proposed to document provenance as chronologically
ordered records describing the events over the lifecycle of content data. Auer et al. (2012) and
Papastefanatos (2014) stated issuestdbag-term accessibility of LOD referring to provenance
tracking, change detectiand multiversion archivingAlthough theseprevious research papers
have reported that provenance tracking is quite significant teteynguse of digital objects, the
efforts to metadata provenance for metadata longevity are yet sufficiently undertaken. Hence, this
study presentsodel proposalof metadata provenance description for ldegn maintenance of
metadata schemas.

Javedet al.(2014) proposed a layered change log model to record the changes of ontology
using RDF triplebased representatioBhawuthai et al. (2016) presented a logical model named
Linked Taxonomic Knowledge (LTK) and LTK Ontology for preserving and represertanges

in taxonomic knowledge fdrinked Data The changes in conception or in the relationship between
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taxa are preserved as events along with aspects of time, provenance, causes, aihafigetset
vocabuary defines a set of terms (for exampddition, ChangeReason, and Removal) to describe
changes between two versions of a resource description by using two sets of tripheklifiens
and removals (TunnicliffandDavis, 2009) Changeset vocabulary represents changes to resource
descriptions using RDF reification. An update is represented by a set of statements about statements
and whether they are added or removed (Meinhardt, 2015). Changeset vocabulary is used by LCSH
todeschhe t he information of #fAChange -chhtritapmavedof subj e
list of new headings and revisions to existing headings in LCSH are available on the Acquisitions
andBibliographic Access Web pag&he changes to the subject headiages provided together
with the literal words | i k.AlthdugiDbangeseEvodakulary r A DEL
is applicable to describe changes of metadata vocabuldmiease of RDF reificatiomakes the
description of changes of metadata vocabularesplex.

Sompel et al. (2010) proposed a versioning mechanism based on the Memento framework
and applied the versioning approach.ittked Data Halpin and Cheney (2014) discussed changes
in dynamic RDF datasets over time. They explored the ways to represent provenance records as
RDF using named graphs and provide provenance information as a SPARQLTdngechanges
are recorded using their owhange metadata ontology and existing Provenance Vocabulary Core
Ontology terms. A tool supporting version management of RDF vocabularies named SemVersion
has been developed (Kendall et al., 2008inhardt(2015)presented a model ftinked dataets
and their evolution andproposed a service approach to preséhe history oflinked dataets
(Meinhardt, 201h SemVersion provides structural and semantic versioning for RDF models and
RDFbased ontology language like RDFS (VolkeldGroza, 2006). The data mod@ROV-DM
defined by W3C PROV is used to encode the revision history of wiki pages (Missi€hen,
2013). Getty Thesaurus of Geographic Names adopts W3C PROV to describe revisiorohistory
geographic names. W3C PROV has d&isenused to document the Activity information about the
revision of geographic names, e.g., Activity type (Create, Modify) and temporal information
associated with the Activity.

Previous studies have proposed approaches to record changes in onte@ndaRDF
datasetsHowever, his study is different from the abowtudiesbecause it mainlydcuses on
structural changes imetadatapplication profils andsemantic changes in metadata vocabularies

based on the Singapore FrameworloafAP.
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3.7. ProvenanceUsagein the Libraries, Archivesand Museuns
3.7.1. Provenance Usagé the Library C ommunity

Library of Congress launched Audiisud Prototyping Project from 1999 £004 for digital
preservation of audio anideo. The project achieveDigital Production and Provenance Metadata
Extension Schema (DIGPROVMB)thatis used to document a digital production process. The
digital production process is defined as the people, methods, activities, and infrastructure involved
in the conservation treatmerdad the digitization of the archival object. DIGIPROVMiBfines
five top-level elements including process, task, tool, settings and configuration filesp€hiic
elementsare definedn DigiProv Data Dictionary? The achievements of the projese kird of
provenanceritiative relevant to preservation issues in the library commuR#&gentpractices
related to provenanceeferring toidentifying ownership of rare books using provenance, describing
research outputs with provenance informatamgpublishing bibliographic data with provenance
information ad.inked Data(Kumar et al., 2013)

Provenance information about library collections indicates association of collections and can
be used to identify authentication of a rare book, e.g., if the rare book is a spurious work or a
facsimile work. TheCERL provides records of rare books inclugliprovenance information. User
can search owners of rare boaksing theCERL website. CERL has added a Provenance Names
section to the CERL Thesaurus.

The Bodleian libraries atiniversity of Oxford devised a data model to represent contextual
informationof research outputs in the Oxford University Research Archive (ORA), which is-a long
term data repository for scholarly research outputs. The model incorporatesPR@/describe
activity related to research outputs, e.g., creation activity, fundimgtgcpublication activity.
Activity-based description of relationships for a journal article using PRQY given as an
example(Burgess, 2016)

Provenance in the library domain is becoming increasingly important, especially when library
data is publised asLinked Data Provenance of library data should be provided on the Web to
indicate the source of library data and derivation relationships between different data sources. How
to use provenance to reveal the trust and quality of bibliographic datsfuether researgKumar
et al., 2013)

11 Please sehttp://lcweb2.loc.gov/mets/Schemas/PMD.xsd
12 Please sehttp://www.loc.gov/rr/mopic/avprot/DD_PMD.html
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3.7.2. Provenance Usagé the Archival C ommunity

In the archival domain, provenance is mainly used to arrange archives, provide contextual
information of digital archives, and ensure trustworthiness of digital records.

According to the Society of American Archivists glossary, provenance ititemental
principle of archives, referring to the individual, family or organization that created or received the
items in a collection. The records are arranged through the retention of original order and their
placement in their original collectionsdel on their provenance informatigtearceMoses, 2005)
Capturing the provenance information of electronic recandkeeping provenance of the archived
items areconcerrs for archivists. Conventional provenance in the arrangement of archival records
are creators, for example, individuals, cooperated bodies or families. The scope of provenance for
archival records encompa&sto creator history, records history and custbllistory.

The archival standardraentioned in Section 3.4uch as, ISAD(G), EAD, ISAAR(CPF) and
EAC define the description elements for provenance information. The recordkeeping metadata
standard ISO 23081 (2017)providesguidanceto capture audit tiks in the records management
process. Provenance information provides evidence for authenticity of electronic records over their

lifecycle, which is also addressed mterPARES project.

3.7.3. Provenance Usagé the Museum Community

Provenancealescriptionaboutthe history of ownership, custody, and movement of art is
critical for understanding the events, people, and locations that are significant to the history of an
object. Many museums provide provenance information of paintings on the Web, e.g.je€arneg
Museum of Art and Indianapolis museum of Art. Cleveland museum of Art provides provenance
research database to enable users to search provenance. The Getty Provenance Index Databases
provide search services for its archival inventories, sales catalugyprovenance of paintings.

On the Web, there isreeed to represent the provenance of works as structured data for both
computers and humans. Usually provenance is recorded in a text field within collections
management system. nArt Tracks: Standardi zing
objed¢ s 0 p®rhasjbeer donducted to create a digital model fomgt@md capturing data with
provenance in a machimeadable format. The project was launched in early 2013 and established
the Carnegie Museum of Art (CMOA) digital provenance standardstmelard is for digitizing

and serializing provenance, bridging the gap between the traditional human form of provenance

13 Please see httpaivw.museumprovenance.org/reference/standard/
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records and the future paradigmlddD. The standard has three expressions that are compatible
and can be converted to each otfidrefirst is a textual model as an extension of the American
Alliance of Museums (AAM) recommended provenance text. The second is as an abstract data
model in JSON. The third is aslL®D, as a RDF model usin¢pe¢ CIDOGCRM (The CMOA

Digital Provenance Standfr2016) In addition to the standard, the Art Tracks project also
achieved thelevelopment of software, e.g., museprovenanceibrary and Elysa. Thenuseum
provenancelibrary support convesion between textual provenance record using CMOA
provenance modelna structured data. Elysa is ae¥wbased user interface to assist in reviewing

and modifying provenance records.

In addition, the widely usedCIDOC-CRM has been extended to model provenance
information of digital objectéTheodoridou et al., 2010ERMdig ontology has been developed as
an extension of CIDOLCRM to support provenance metadata. CRMdig declares a set of classes
and properties to encode metadata about the steps and metipdsaoofl uct i on (fiprovena
digitization products and synthetic digital representations

It is important for memory institutions to record and provide provenance information of their
holdings. W3C Provenance Incubator Grq@p10)listed provenanceelaied use cases, which
include provenance in cultural heritage. Europeana provides access to resources held at cultural
heritage institutions throughout Europe. Europeana is a use case of metadata provenance, in which
metadata provenance is represented via@ia@ana Data Model using OAIRE model (Eckert,

2012).

As introduced above, provenance description is necessary for both physical and digital
collections that are managed and preservelllid . MLA communities have paid attention to
provenance description, especially the change history and activity related to obfjects.are
models angtandards referring to provenance descriptitmwever, these provenance description
elements are designedrfgpecific domain requirements and not generalized for metadata
provenance. That is, they cannot be directly applied to describe provenance of metadata application
profiles and metadata vocabularies. Therefore, the aim of this research to propose getedsal m
for provenance description of metadata is novel.

Furthermore, provenance provision and query services are limited, especially the cases
working together with Semantic Web technologies. With the development and grolittked
Data services, provemze description of digital objects and metadata objects in machine

understandable form is required on the Semantic Web.
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3.8. Provenance in the Web Environment

Moreau (2010)gave a comprehensive introduction and review about provenance and
provenance researciMloreau summarized definitions of provenance from dictionariegsto
alternative definitions, such as Aprovenance as
Afiwhy provenanceo, fAwhere provenanceo MorBdnow prove
summarizd provenance related literatures referring to six clusters, i.e., databases, workflows,
eScience, Provenance Challenge, Open Provenance Model, Semantic Watraunatability
Mo r esavarlblays a foundation for the provenance and congibat lot to the development of
OPM andW3C PROV. His studiesabout provenancare mainly from perspectives of computer
scienceThis study focuses on provance in the metadata community.

Publishing provenance as LOD and provenance use in data quality has been diseugged.
and Zhao (2010) presented an approach to publish the provenance of structured data on the Web as
LOD via using their own developed provenance vocabulary and exisfitgly used LOD
publishing tools. The published provenancmetadatato make themaccessible and applied
provenance for timeliness comparison to identify outdated information in specific gene data.
Omitola et al. (2011) presented voidp including classespgoperties (a provenance extension of
voiD vocabulary) for data publishers to provide provenance. In addition, they carried out the
experiment using United Kingd®sharhasetgddbljghve dat a a:
an overall review of thapproaches for converting legacy data to LOD together with provenance
tracking (referring to provenance type, provenance model, and provenance storage) over the LOD
generation. Anam et a{2015) distinguishedLinked Dataprovenance into instance level and
schema level. They mainly presented how provenance information about schema level mapping
can be represented, stored and queried. Flouris @0dl2) stated provenance &critical factor
for data quality assessmeiihey proposed quality metrics considering provenance and extended
existing approaches for LOD datasets repairing.

The Welhas become a global information space and the Semantic Web facilitates the forming
of a global web otinked Data Semantic Web teclotogies(e.g., RDF and SARQLgan be used
to represent, query and reason provenadetadata exchanged on the Web plays important roles
in sharing and interchargfdata, provenance tracking of RIbesed metadata is required on the
Web. Given to provenance roles in data quality and data presienance of metadata can provide
useful evidence fadataquality judgmentsProvenance description is required in bothvestional
and Web environment. However, existing technologies and standards are not specialized for
metadata schema and metadata vocabulary. Specially, models for formal provenance description

of metadata are not sufficiently explor€&h the Semantic Wekhere is a need to develop models
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for formal metadata provenance descriptioterpretable by both computers and humdhss
because that formal provenance description of metadata in maehutble and interoperable
form supports automated and effgetimetadata maintenance. In this stuthg authorhas
developed models fdormal provenance description of metadata application profiles and meetadat
vocabularies, respectively.
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4. ProvenanceDescription using PROV withPREMIS

Metadatashouldbe preserved as well as primary resositodeep the primary resources alive.
Metadata preservation is important as well as preservation of primary digital resources. Metadata
preservation isan important research topic for keeping metadata about preserved resources
consistently usable over time. Provenance information is necessary for loegn use and
preservation of digital resourceBrovenance about metadata objects should be recorded for
metadatdongevity over time

This chapter focuses on provenance as an important issue in both digital preservation and
metadata preservation, which discusses provenance description based on two major metadata
standard§ PROV and PREMISImplementation of existingrovenance models with metadata
standards (e.g., PREMIS dictionary; controlled vocabularies of Library of Congress) is an
applicable approach for provenance description of metatlhig chapteused this approach and
briefly discussed provenance desddptof metadata schemas through combining the core of
PROV data radel with PREMIS data modérhis chaptefirst introduces well-known standardis
OAIS, PREMIS, PROV, and then discasprovenance description based on the PROV Ontology
(PROV-0O) and PREMIS OWL Ontology with examples. Based on analysis and mapping among
the basic classes of the PR@/and PREMIS OWL Ontologyhe authomproposs an approach
of describingprovenance for matlata preservation by integrating PROWvith PREMIS OWL
Ontology.

4.1. Digital Provenance in OAISand PREMIS

Provenance description is necessary for {fmrg preservation of digital resources. Open
Archival Information System (OAIS) and Preservation Metaddinplementation Strategies
(PREMIS), which are welknown standards designed for digital preservation, define descriptive
elements for digital preservation.

The Open Archival Information System (OAIS) defines three metadata components, which
have to bemaintained with Digital Objeci Representation Information of Digital Object,
Preservation Description Information (PDI) in an Information Package, and the Content
Information given to every Information Package. Provenance of a digital object, which i on
the five categories of PDI, is a crucial record of the history of the object over its lifeEhiolse
metadata may be stored in a database withrésepred digital objects as an Archivalldrmaion

Package (AIP). This means that metadata schemds@cabularies used in those metadata have
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to be maintainedver time as well as those AlRskeeptheinformation object interpretable, i.e.,
renderable, playable, operable, and functional in various ways.

The OAIS reference model is a widely used nidde archiving and preserving digital
resources. Digital objects are preserved as a sequence of bits. It is of importance to ensure that the
bits remain intact and correct over time. However, bit preservation alone is not sufficient for the
long-term presrvation of digital objects. Digital objects should be kept interpretable across the
changes in many aspects over time. Although the Information Package model in OAIS does not
address metadata longevity very well, it provides important insights for tgeuioy of digital
objects.

Provenance information in OAIS is defined as the history of the Content Information, which
describes the origin of and changes on an archived resource, and agents who hold custody since its
origination (CC®S, 2012). Theprovenance description is a part of PDI, and documents
evolutionary processing history associated with the Content Information over its complete life cycle.

PREMIS is a widely used international metadata standard for the preservation of digital
objects. he PREMIS Data Model defines five Entities for digital preservation, which are
Intellectual Entity, (Digital) Object, Event, Agent, and RIgRREMIS Data Dictionary/ersion
3.0, 2015%. Documentation of actions on a digital object is critical for the reaarce of the object.

The documentation, i.e., metadata about the actions, is aggregated as an Event. Thus, Event is
crucial component for provenance description associated with Object. PREMIS Data Dictionary
defines a set of descriptive elements of thie &Entities. Those elements are called semantic units.
Some of the semantic units associated with an Event record changes to a preserved digital object
(PREMIS Editorial Committee, 2012). PREMIS OWL Ontology defines classes and properties to
describe preseation metadata in RDF. Provenance may be about any ressurhegs documents,

rare books, Wb pages, datasets, transaction execution recordsTtetcuse of appropriate
vocabulary {ies) for provenance descriptigmould bein accordance with the typs resources

and archiving purposes. Provenance description in OAIS and PREMIS is primarily for digital
preservation.

Digital Provenance is chronology or chronological information related to management of a
digital object. Digital provenance typically detbes agents responsible for the custody and
stewardship of digital objects, key events that
and other information associated with the digit:
(PREMIS Editorial Committee, 2012)

The following sectionsshow some cases of provenance description about the format

migration, referring to thegenerationActivity/creationEvenbccurred to Digital Object A,
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responsible Agentelated date time, aride derivation of Digital Object A in Format X to Digital
Object B in Format Y vianigrationActivitywhich caused the format change, and so forth.

4.1.1. Description of Activity and Event

Figure4.1 shows ajenerationActivityeading to the generation of Object A by using PROV.
The generationActivity (started at dateTimel, ended at dateTime2) resource is directed to Object
A, which islinked to a generation DafEime literal. PREMIS uses preservatigpecific value
vocabularies defined by Library of Congress. The controlled values are expressed in SKOS
vocabularies forEventType AgentType RelationshipTypeand so forth. Likewise, Fige 4.2
shows areationEvenassociated with Object A and the creationEvent happening during a period
from dateTimel to dateTime2. Meanwhile, the Figure also presents the creationEvent is linked to
anEventOutcomelnformatioresource, akventTypaesource, an&ventDateTimditeral.

prov:Activity

prov:startedAtTime

rdf:type

"dateTimel"Mxsd:dateTime

generationActivity

prov:endedAtTime

"dateTime2" xsd:dateTime

prov:generated

"dateTime2"Mxsd:dateTime

prov:generatedAtTime -

Figure4.1: Provenance graph of generationActivity happened on Digital Object A using PRO\

premis:hasEventDateTime : :
"dateTimel/dateTime2"xsd:dat

A 4

creationEvent

premis:Event

premis:hasObjeq premis:hasEventOutcomelnformation

premis:hasEventType A EventOutcomeInfor@

http://id.loc.gov/vocabulary \rdf:type

/preservation/eventType/cre
- premis:EventOutcomelnformation
skos:inScheme

http://id.loc.gov/vocabulary
/preservation/eventType

Figured.2: Provenance graph ofeationEvent occurred to Digital Object A using PREMIS.
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4.1.2. Description of Responsible Agent

As shown in Figuret.3, Object A is connected with a Person by propesgAttributedTo
defined in PROV. ThgenerationAcitityis linked to that Person via propextsasAssociatedWith
from which we know the Person holds a responsibility for the generation of Object A. In PREMIS,
Agent influences Object through Event. That is, Agent is not directly connected to Object as shown
in Figure 44. However, PROV allows Agent, Entity and Activity to be related with each other
directly. In PREMIS, Agent influences Object through Event. That is, Agent is not directly
connected to Object as shown in Figur¢ BHowever, PROV allows Agent, Etytand Activity to
be related with each other directly.

rdf:type

Figure4.3: Provenance graph of Agent responsible for the generation of Digital Object A Using P

premis:hasAgentNams

A Person

"Namel" Mxsd:string

premis:hasEven) premis:hasAgentType

rdf:type
premis:hasObjec P

rdf:type

premis:Object

Figure4.4: Provenance graph of Agent responsible for Event using PREMIS.

http://id.loc.gov/vocabulary/
preservation/agentType/pel

skos:inScheme

http://id.loc.gov/vocabulary
/preservation/agentType
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4.1.3. Description of Relationships between Entities and Objects

PROV defines the relationship between Entitiesusing properties wasDerivedFrom
alternateOf specializationOf wasQuotedFrom wasRevisionQf hadPrimarySource and
hadMember Figure 4.5 shows that Object A is the primary source of Object B using PROV.
PREMIS holds two types of relationship between Objects, including structural relationship and
derivation relationsipi defined in SKOS vocabulary by Library of Congress. Using PREMIS,
Figure 46 shows the derivation relationship between Object A and Object B due to the

migrationActivity

Object B :
prov:hadPrimarySource

Figure4.5: DerivationRelationship between Digital Object A and Digital Object B using PRC

premis:Object

http://id.loc.gov/vocabulary/preservation/relationshipType/de

skos:inSchemA
http://id.loc.gov/vocabulary/preservation/relationshipTyg

Figure4.6: Derivation relationship between Digital Object A and Digital Object B using PREN

rdf:type

Object A Object B

Furthermore, PROV also defines relationships between Activities and relationships between
Agents, whereas PREMIS does not include those relationships. Bigusbkows the relationship
expressed by propertywasinformedBybetween themigrationActivity and generationActivity

which means thenigrationActivityused Object A created by tgenerationActivity

Figure4.7: Relationship between Activities in PROV.
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4.2. Metadata Provenance based on PROV with PREMIS

PROV is designed generally and comprehensively for provenance description, referring to
representation, ietchange, query, access, and validation of provenance. PREMIS is widely used
for digital preservation where provenance description is an important component. PROV and
PREMIS are usedhs a basis for general provenance description and provenance destwiption
preservation.

PROV-O and PREMIS OWL Ontologgre usedo describe provenance information created
in a lifecycle of digital objects and their metadata. Eamveniencethe authomrites PROV and
PREMIS instead of PROYD and PREMIS OWL Ontology ithe following sections unless there

is aneed to explicitly state ontology.

4.2.1. Mapping of the Basic Classes between PRO® and PREMIS OWL Ontology

PROV has the three base classes, pmy:Entity, prov:Agentand prov:Activity,. PREMIS
defines classes, includingemis:IntellectualEntity premis:Object premis:Agentpremis:Event
and so forth. Based on the interpretation in PROV (Lebo et al., 2013) and PREMIS (PREMIS
Editorial Committee, 2012), the paragraphs below discussimggppetween them.

premis:IntellectualEntitys a set of content items as a single intellectual unit, e.g., book, map,
photograph, or databaggemis:Objects a discrete unit of information in digital forprov: Entity
can be in physical or digital obnceptual or imaginary thin@herefore prov:Entityhas a broader
meaning than premis:IntellectualEntity and premis:Object Hence, the author maps
premis:IntellectualEntityandpremis:Objectas subclass gqfrov:Entity.

premis:Eventindicates a descriptioabout an action (or activity) impacting an Object.
prov:Activity means actions or processes performed by Agent(s) or acted on Emsy (
premis:Evenis oriented to preservation actions, and only important Events are recorded. On the
other handprov:Activity does not have limitation of action domain or types. That is, the meaning
of premis:Eventis narrower tharprov:Activity. Therefore the authormaps premis:Eventas
subclass oprov:Activity.

premis:Agentan be a person, or an organization, or a software program/system associated
with Events in the life of an Objeqgbtrov:Agentbears responsibility for occurred Activity, or the
existence of Entity. However, their Agent types are almost the gasmais:Agntcan be seen to
be equal toprov:Agent And the relatioship between themcan be described using

owl:equivalentClass
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4.2.2. A Merged Model by Integrating PROV-O with PREMIS OWL Ontology

Both PROV and PREMIS have properties to describe provenance, andelaefiaed based
on RDF and OWL. PROV is designed for generalized provenance description and interchange
among different systems, whereas PREMIS is primarily for preservation metadata description used
for digital preservation. The PREMIS terms used to des@reservation could enrich expressive
power of PROV. By introducing the controlled vocabularyBEeentTypesuggested in PREMIS,
interoperability of Activity descriptions in PROV could be enhanced.

Based on theabove mapping,the authorproposs a provenance description model for
preservation of digital resources and metadata, by integrating the PROV with PREMIS. The merged
model shown in Figuré.8 introduces thgremis:Objectand premis:IntellectualEntityas the
subclass oprov:Entity, Collecton, Bundle, and Plan are also subclasses of Entity. Meanwhile,
premis:Evenis mapped to the subclasspobv:Activity, premis:Agents equivalent tgrov:Agent
In the Figure, the classes in PROV are written in italic, and the classes in PREMIS argvghown
underline. Moreover, as shown in Figur8, the relationships between classes, the generation or
invalidation time of Entity, and the start or end time of Activity/Eveant also be describeging

properties (written with namespaceefix, i.e., prov) from PROV.

) prov:wasDerivedFrom
/\p rov:hadM /\prov:wasRevisionOf

Entity

[ CoIIection] [ Bundle] [ Plan ] [ Obiject ] [ IntellectuaIEntitv]

prov:generatedAtTime

| A |
prov:wasGeneratedBy prov:invalidatedAtTime
prov:used l

l prov:wasAttributedTo

prov:waslnvalidatedBy o
xsd:dateTime Act|V|ty -
xsd:dateTime

prov: wasASSOC|atedW|
prov:actedOnBeha \/ prov:endedAtTime

xsd:dateTime

xsd:dateTime

prov:waslinformedBy

Figure4.8: The merged model for provenance description oriented to digital preservation
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4.2.3. Metadata Provenance DescriptionExample

Eckert presented the concept of Provenance Context. A Provenance Context can be seen as a
Named Graph about identified resource (Eckert, 2013). Named Graph may be used for tracking
provenance of RDF data, replication of RDF graphs, and versioning (Dodd3aais, 2012).

PROV allows grouping of provenance description and defines Bundle as a named set of
descriptions (Lebo et al., 2013).

Through the definition of Bundle, thigovenance of Bundlean be describeth the example
shown in Figure 4.9Digital Object A in Format X is migrated to Digital Object B in Format Y.
Here, the authordefines two Bundles, i.e.Bundle 1and Bundle 2 Bundle 1and Bundle 2
respectively desilyes the format feature of Digital Object A and Digital Object B as shown in
Figure4.9, which shows the format change causedigrationActivity As Bundle is an Entity in
PROV, we can also express the derivation betvigemdle landBundle 2 In PROV, by using
propertyqualifiedDerivation we can qualify hovBundle 2was derived fronBundle 1 In Figure
4.9, Bundle 2is linked to a blank node through propeguyalifiedDerivation And from the blank
node, thanigrationActivitycaused the forntahange is expressed.

An ObjectCharacteristics - @
premis:hasFormat

premis:Object
rdfs:subClassOf

premis:hasObjectCharacteristic

rdf:type

Object A

rdf:type

e T el T BT R <#Bundle1> -

rdf:type

. rdf:type

e <#Bundle2> -

Figure4.9: Provenance graph of the format change from Digital Object A to B using But
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4.3. Summary

In this chapterthe authoraddresse provenance description of metadatsing PREMIS
standardor preservatiomndW3C PROVstandardor provenancelhe merged mod&as defined
asa primary modeby mapping the corelasses of PREMIS ontology and W3C PROVThe
merger of PREMIS and PRO3bmbines the perspectives from both preservation and provenance.
W3CPROViprovi des an avenue for handling provenanc
and met ad aHagness201B dhmaancorporation of preservation perspectives to PROV
for provenance description of metadata bringgharacteristics of metadata as digital objects
which is helpful teexaminekey events andhange history of metadata over time.

Both PREMIS ontology and PROW have dargeset of classes and properties. It is a huge
work to propose a comprehensive provenance nibdaligh mergeof the whole setof PREMIS
ontology and PROMNO. Therefore,in this chapterthe author providd a coremodel formetadata
provenancebased onPREMIS and PROVThis approach would assist in the description of
provenance of metadata, such as who created the metadata, what rules were used to create it, and
when was it created or amended (Haynes, 2018 .pimary model proposed in this studgnbe
implementedor archivalservicessuchasarchival systemthat needorovenancelescriptionfor

the longtermuse of digital objects
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5. Provenance for Longterm Maintenance of Metadata Schema

In conventional systems, since metadata in conventional services has been mostly organized
as a database, maintenance of the metadata is likely to be recognized as maintenance of the database.
In such environment, the schemas of the metadata are docurasmatedrt of the database schema.
Those schema documents are maintajradarily for humarreaders. The auth@onsides that
this is the main reason of the lack of research on-leng maintenance of metadata schemas.
However, in the statef-the-art Web environment today so callé®D environmentthere is a
needof metadata schema maintenance technologies drastically different from that used in the
conventional databasgentric environment. This is because both metadata and their schemas can
be encodé in XML and transferred from a site to another as a-fists objecin the LOD
environment Sugimoto et al. (2016) presented differences betwesmventional and LOD
environmenfor metadata schema maintenance and discussed facets-tedonmaintenance of
metadata schemas in the LOD environment. kimgn maintenance of metadata schemas in the
LOD environment need to use the technologies that fit to LOD but are not well piedglet.

The authohaslearned the importance of provenance description of metadata schemas from
Preservation Description Information (PDI) of OAIS. Among the five categories in PDI, which are
Reference, Provenance, Context, Fixity, and Access RigktRribvenance category is directly
related to events which may cause changes in the preserved objects. It is crucial-ferntong
maintenance of metadata to keep track of changes in their metadata schema as a digital object which
should be readablsy maclhines as well as humanstavenance description of metadata schemas
in Resource Description Framework (RDF) is crucial for the longevity of metadata. In this study,
the authoraims at proposing a model to formally describe provenance of metadata application
profiles for automated tracking of their change history and consistent maintenance of metadata over
time.

The authoranalyzed the existing provenance description models and vocabularies (Li and
Sugimoto, 2014) and learned that: (1) some models are yandrean be tuned to specific domains,
for example, PROV data model, Open Provenance Model; (2) some are designed to specific
applications, for instance, BBC Provenance Ontology. The existing models do not cover description
of structural features of metat. In other words, those models lack classes and properties defined
for describing changes in metadata application profiles. Therefloee authorhas analyzel
requirements to describe revision history of metadata application profiles and dgino@enance

description model for metadata application profiles.
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In the long term, changes in metadata schemas may cause inconsistencies and incorrect
interpretation of metadata. Hence, provenance that describes revision history of metadata schemas
shoud be appropriately recorded. Provenance description in a natural language is not efficient to
track changes among versions of a metadata schema. Provenance description should be formally
recorded for machineeadability and traceability to audit inconsist recording of structural
changes of a metadata schema. Structural features of a metadatavgblotrdafine data structure,
mandatory levels and iterationrgiraints of descriptioshould be consistently maintained over
time. The authoipropose a formal provenance description model with functions to keep track of
structural changes of metadata schemas over Tieproposed mod& appliedto the Metadata
Application Profile of Digital Public Library of America (DPLA MAP)to show the advantage
of the model against conventional sefimimal description of change logs of structural features of
DPLA MAP.

The Semantic Web and LOD activities encourage us to represent links which connect data
instances on the Web in a machprecessable format. The machiprocessable provenance can
be provided using an ontology recommended to
provenance ontology (Léscio et al., 2017). The Semantic Web technologies facilitate acquisition
and representation of provenance dgsions as well as reasoning based on the formal descriptions
in RDF (Moreau, 2010). Thus, the model discuskece is purposed to formal provenance
description of metadata application profiles using RDF.

The proposed model named BBROV is developetased on the W3C PROV stiard and
Singapore Framework fddublin Core Application Profé (DCAP). Singapore Framework for
DCAP is used as a generalized model of a metadata schema for an application and its related
components, e.gmetadata vocabularies (Heery and Patel, 2000). This study adopts the W3C
PROV for provenance description and defines a set of PROV Activities and Entities to describe
structural changes of metadata schemas. The-RR8PV model defines three functions (i.e.
addition, deletion and revision) as PROV Activities to formally describe provenance of structural

components of metadata schemas based on DCAP.

5.1. Introduction to Description Set Profile

A Description Set Profile (DSP) formally represents the maepineessable part of a Dublin

Core Application Profile(Nilsson et al., 2009)A DSP formulates and describes structural

14 Please see https://dp.la/info/developers/map/
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constraints on a description gHiilsson, 2008)A DSP can be used to examine if metadata records
are valid instances of a MAilsson et al., 2008)

This study definea DSP and its components as follows. (1) a DSP consists of zero or more
Description Template (DTs), (2) a DT consists of zero or more Statement Template (STs), and (3)
a ST consists of zero or more Structural Constraints (SCs)d@&fnmstion allows for a DSP without
any DTs, though such DSP would not exist in a practical metadata schema except while a metadata
schema is under development.

Figure5.1 gives a DSP example of a metadata schema to describe a journal paper. All the
const ai nts to descri be fPaper oolddinedondlitdtetheeDSR.1 0 i n t
The authoillustratesan exampl e of DT and ST using constrai
respectively. The constraints to describe APape!
of the DSP. The constraintsonthe propériyc : uiselde ®d®o deseodoi be fiPkPaprecTat
with broken |line constitute a ST of the DT. SCs
journal paper must be described in literal using the ferdhc : tfrom Duklid Core Metadata
Element Set. Another DT of the DSP and ofhéST can be similarly identified as shown in
Figure5.1.

Description Set Profile (DSP)

Description Template (DT)
: Described Resource: Paper

o e o e e o S Y e e S 5t e e e e e S e Y

W%
Iz
| iy Y :
: E !| Described Item Property i Obligation Value Type i
Pyl T |
: E i Paper Title dc:title : Mandatory Literal E
P e 5 l
I L e I [ o
DOI bf:doi Optional URI

Description Template (DT)

: Described Resource: Journal Stateme/n/t Template (3T)

_____________________________________________ e e e Sl

i :
i i |
§ Described Item Property : Obligation Value Type i
1 1 |
i 1 |
} Journal Title dct:title ! Mandatory Literal I
_ J
ISSN bf:issn Optional Literal

Figure5.1: Example of a Description Set Profile.
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5.2. DSP-PROV Model for Formal Provenance Description of Metadata
Application Profile

5.2.1. Classifying Entities to Describe Povenance of Description Set Profile

As stated beforghe author applied/3C PROV to describe metadata provenance. According
to W3C PROV, Entities and Activities are two important components to describe general
provenane. It is necessary to clarify subtypes of Entities and Activities for provenance of
Description Set Profile when applying W3C PROV to track structural changes of metadata schemas.

It is straightforward to map Description Set Profile itself and its comperas subtypes of
Entity because of the broad meaning of PROV Entity. That is, the instances of Description Set
Profile, Description Template, Statement Template and Structural Constraint are saen as
instance of PROV Entity. However, it is not straightforward to define Activities influencing
structural changes of metadata schema. Structural changes of metadata schemas are caused by
Activities acted upon structural schema instances. Theréfiseequiredto analyze and classify

Activities to describe provenance of Description Set Profile.

5.2.2. Classifying Activities to De<cribe Provenance of Description Set Profile

Table5.1shows a few change docuntation in the casef DPLA MAP (DPLA, 2014; DPLA,

2015). These changes are recorded in a-sentrolled style in English.

Table5.1: Examples ofchange documentation in DPLA MAP.

Change logs obigital Public Library of AmericaMetadataApplication Profile (DPLA MARP

Addeddpla:intermediateProvider to ore:Aggregation.
Changedb bl i gati ons for fACollection Titlebo
Deprecatiorof State Located in property within dpla:sourceResource.

éé

The underlined words in Tabf1lindicate the general change types in DRMAP. From
the existing documentation, three primitive change patterns in MAPs are extracted and categorized
into three actions, deletion, addition and revision. Thus, Deletion, Addition and Revision Activity

are definedas primitive Activities to describe prenance of Description Set Profile. Structural
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changes of metadata schema are recorded by these three primitive Activities acted upon structural

schema instances.

Table 5.2 summarizes the classified Activities to describe structural changes of metadata

schema. The naming conmton of the Activitiesin this studyi s AActivity Type

Abbreviation of structur al schema instanceo.

and led it to a new DT is named as an activity instanéeafsionOnDT

Table5.2: Activities to describe structural changes of metadata schema.

Description Set Description Statement Structural

Activity  Definition Profile (DSP)  Template (DT) Template (ST)  Constraint (SC)

Deletion of a

Deletion DT, ST or SC T DeletionOnDT DeletionOnST  DeletionOnSC
. Addition of a . . . .
Addition DT, ST or SC I AdditionOnDT AdditionOnST  AdditionOnSC

Revision of a
Revision DSP, DT, ST or RevisionOnDSP RevisionOnDT RevisionOnST RevisionOnSC
SC

5.2.3. Identifying the Relationships among the @assified Activities

The chronological orddsetweerthe classified Activitiess not considered her&igure5.2
shows the relationships among classified Activities, which are defined based on the inclusion
relationships among structural schema instances.

The Revision Activity acted upon containing Entity (eagDSP) has sufctivitiesi Deletion,
Addition and Revision acted upon its contained Entity (. @T of the DSP). Changes on a DT
caused byeletionOnDT AdditionOnDTandRevisionOnDWwill result changes in DSP, which in
turn specified by RevisionOnDSP Therefore, RevisionOnDSP has sukactivities, i.e,
DeletionOnDT AdditionOnDTand RevisionOnDT Similarly, the following two conclusionare
achieved RevisionOnDThas sukactivities, i.e, DeletionOnSTAdditionOnSTandRevisionOnS;T
RevisionOnSThas sukbactivities, i.e, DeletionOnSC AdditionOnSCand RevisionOnSCThe
propertyi d c t e r mstrétommeeRded by PROFAQ is used heréo model sukactivities.
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RevisionOnDSP

dcterms:hasPart dcterms:hasPart dcterms:hasPart
Y

dcterms:hasPart dcterms:hasPart
Y

dcterms:hasPal

DeletionOnDT RevisionOnDT AdditionOnDT
/

DeletionOnST RevisionOnST AdditionOnST
dcterms:hasPart dcterms:hasPart dcterms:hasPart
A
DeletionOnSC RevisionOnSC AdditionOnSC

Figure5.2: Relatiors among the classified Activities.

Note: DSP, Description Set Profile; DT, Description Template; ST, Statement Template; SC, Structural
Constraint.

5.2.4. Overview of DSRPROV Model

This section showSPPROV model with functions to describe deletion, addition and
revision of structural features ametadata schema. Figus8 depicts the DSPROV model using
UML Class diagram. (1) Generalization is represented with a htfiamgle on supeclasses (i.e.

Entity and Activity). (2) Aggregation is represented with a diamond on containing classes (for
example, DSP, RevsionOnDSP). (3) Association represented by an arrow describes the relation
between an Entity and an Activity.

The DSPPROV model uses the properties from PROVwhen applicable. PROV
Invalidation and PROV Generation respectively represent the deletion and addition of structural
schema instances. PROV Derivation, PROV Invalidation, PROV Generation and PROV Usage
together describe the revision of structural schema instahegglicable, DSFPROV carbealso
used tadescribe relations between Activities in the case when an Activity used the Entity generated

by another Activity.
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used

Activity Entity |¢
wasGeneratedBy and/or wasInvalidatedBy
waslnformedBy A A wasDerivedFrom

wasGeneratedBy

DescriptionSetProfile
(DSP)

fo.-

RevisionOnDSP

waslnvalidatedBy

waslnvalidatedBy

wasGeneratedBy DescriptionTemplate ||

wasGeneratedBy

waslnvalidatedBy ?
0

waslnvalidatedBy

wasGeneratedBy StatementTemplate
(ST)

wasGeneratedBy

waslnvalidatedBy
0.7 waslnvalidatedB ?0
DeletionOnSC y
0% — wasGeneratedBy StructuralConstraint

wasGeneratedBy

- RevisionOnSC

Figure5.3: DSRPROV model using UML class diagram.

waslnvalidatedBy

5.3. Application of DSPPROV Model to Metadata Application Profile of
Digital Public Library of America (DPLA MAP) i A CaseStudy

5.3.1. Introduction and Selection of DPLA MAP

In this study,the authorfirst collected several documents of metadata application profiles
from the projects, such as DPLA, DataCiteCARARE® and Dryad’” The authofirst used the
following condition to collect the documents, that is, at least two consecutive versions are publicly
available on the Webl'he authorthen examined the documents and found that (1) there is no
common scheme among these docuisie(2) CARARE metadata schenaand Dryad application
profiles do not provide change logs, (3) provenance descriptions loA Dfetadata application
profile (DPLA MAP) and DataCite metadata schesma given as their change logs inpedined
formats and written in Englh, which are primarily intended for human readers but not for
processing by machines. Ne#tie autholcompared DPLA MARand Dat&ite metadata schema.
DPLA MAP define both classes and properties with namespaces, which can be useatdo
Description SeProfile of DPLA MAP according tothe DCAR However, DacteCite metadata

15 Please sehttps://wwwschema.datacite.org/
16 Please sehttp:/pro.carare.eu/doku.php?id=support:metadatzema
17 Please sehttp://wiki.datadryad.org/Metadata_Profile
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schemadefines properties without namespaces and declaration of classes. Thetiedoaaithor
finally selectedDPLA MAP as a case study to apply DEROV model.

DPLA was launched i\ p r i | 2013 to create a portal for
Libraries, Archives and Museums. We cotkd three versions of DPLA MA®/3, V3.1 and V4)
that areaccessible on the Web (DPLA, 2013; D% 2014; DPLA, 2015). DPLA MARorovides
the domainmodel, usage guide, a set of classes and properties, and change logs between two
neighboring versions of DPLA MAPTable 53s hows t he definitions of i C
DPLAMAPV4.InTable5.3 APawupmpéi edd means the data are sup
Ao means the minimum and maxi mum occurrence of

Table5.3: Definitions of Class fidemitype: Collectio
Label Source Property Usage Obligation
CollectionTitle Partner  dcterms:title, Name of the collectior 0-1

supplied .sourceResource.collectiol or aggregation. Literal
title

CollectionDescription Partner  dcterms:description, Freetext account of 0-1
supplied .sourceResource.collectio aggregation, for
.description example an abstract or
content scope note.
Literal

5.3.2. Creation of Description Set Profileof DPLA MAP

Figure54 illustrates thecreation process of DSP of DPLA MAR RDF from DPLA MAP
in English. In the first step, the autlmamverted each of the PDifek of the three versions Excel
files using the Nitré® online free serviceln the second step, the datathe Excel files was
manually checked for the nestiep, e.g.exclusion of norDSP information, addition of minimum
occurrence/maximum occurrence. In the third stép, authorimported every version of the
corrected Excel data into OpenRefffieand mapped the tabular data to the-geéined RDF
structure andexported the generated RDF data in Turtle serialiaagimtax. In the fourth step,
Rapper (Raptor RDF Syntax Libra#y)was usedo parse the created D&RPF datafor checking

their syntactic correctness.

18 Please sehttps://www.pdftoexcelonline.com/en/
19 Please sehttp://openrefine.org/
20 Please sekttp://librdf.org/raptor/rapper.html
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DPLA MAP V3 in PDF DPLA MAP V3.1 in PDF DPLA MAP V4 in PDF
+ Introduction + Introduction * Introduction
- Usage guide
- Domain model + Domain model - Domain model
- Classes and properties - Classes and properties - Classes and properties
- Change log B :
ppendices
(e.g. changes from V3) (e.g. changes from V3.1,
deprecated properties)
(D)|convert to (D)|convert to (D |convert to
——————————— e, Lttt Attt
DPLA MAP V3 in Excel DPLA MAP V3.1 in Excel DPLA MAP V4 in Excel @ Manual data processing
: o ] <« &
- Classes and properties - Classes and properties - Classes and properties Manual correctness check
(@) |convert to (®)|convert to (@) |convert to
T ——— e e e e [ —— -
DSP of DPLA MAP V3 DSP of DPLA MAP V3.1 DSP of DPLA MAP V4 ¢ @ Turtle syntax check
in RDF in RDF in RDF using Rapper

Figure5.4: Creation of Description Set Profile of DPLA MAP in RDF.

Table 5.4 summarizes the classes and properties used for DSP creation. The classes
Adsp: DescripanddadsSempPt at e ineefined éenntpel \adaleutary with
namespacé ht t p: / / pur | . or gréspeetivadyidestribel instances ef/Déssription
Template (DT) and Statement Template (ST). The progedys p : s u bradares shat@ DD
has all the common constraints of iteitained STs. The propertiBso wl : mi nQual i fi edCard
andiowl : max Qual i froameQIVC 2 \Wab Omaobyi Language for Semantic Web are

used to describe qualified cardinality restrictions.

Table5.4: Classes and properties used for Description Set Profile creation.

Class/Property Definition

dsp:DescriptionTemplate Is defined as subclass of owl:Class.
Puts constraints on instances of a certain described resource clas

dsp:StatementTemplate Is defined as subclass of owl:Restriction.
Puts constraints on every single described item.

dsp:resourceClass Is defined to represent the belonging resource class of a desct
template.

rdfs:subClassOf Is to connect a description template and its contained state
templates.

owl:onProperty Its value is the used property representing the described item

statement template.
owl:minQualifiedCardinality Allowed minimum occurrence of the useguloperty in a statemer

template.

owl:maxQualifiedCardinality Allowed maximum occurrence of the used property in a stater
template.

rdfs:comment To describe value class or value range of the usecepyowocabulary

encoding schemand syntax encodinschemef the property value.
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Figure5.5 shows a part of DSP of DPLA MAP V4 in RDF Turtle syntax, where a resource
<http://DSP/V4/Collection>is a DT, which is an instance oftheclasd s p: Descri pti onTemp
This instance of DT<http://DSP/V4/Collection>has two STs, which are identified by
<http://DSP/V4/Collection/CollectionTitle>and <http://DSP/V4/Collection/CollectionDescription>
and these STs are instances of the dladss p: St at ement Templ at eo

<http://DSP/V4/Collection> a owl:Class , dsp:DescriptionTemplate ; ——

Y : i N> * Constraints on Description Template (DT
dsp:resourceClass <http://purl org/de/demitype/Collection> ; & Rl btveen Dgscrip”on Dl p(Iat e) o
rdfs:subClassOf <http:/DSP/V4/Collection/CollectionTitle> ; and its Statement Templates (STs)

rdfs:subClassOf <http://DSP/V4/Collection/CollectionDescription> . S

<http:/IDSP/V4/Collection/CollectionTitle> a owl:Restriction , dsp:StatementTemplate ; —
owl:onProperty <http://purl.org/deitermsfiitle> ;
0W|mInQU8|Ifledcardlna|lty nou 1 ——Constraints on Statement Template (ST)
owl:maxQualifiedCardinality "1" ;
rdfs.comment "valueType is designed to Literal". —

<http://DSP/V4/Collection/CollectionDescription> a owl:Restriction , dsp:StatementTemplate ; ——
owl:onProperty <http://purl.org/dc/terms/description> ;
owl:minQualifiedCardinality "0" ; ——Constraints on Statement Template (ST)
owl:maxQualifiedCardinality "1" ;
rdfs.comment "valueType is designed to Literal". S

Figureb5.5: Partial RDF data of Description Set Profile of DPLA MAP V4.

5.3.3. Generation of DSRPROV Provenance @scription of DPLA MAP

Figure5.6 shows generation process of formalyamance description of DPLA MAHhe
authoruploaded previously creat&SP RDF dataf DPLA MAP into a Virtuoso RDF Stor& he
authordeveloped a program using a Ruby implementation of a SPARQL client foiRpibse
library RDF.rb to work with the RDF data. The developed program erthielésllowing functions:
extracting datahrough a SPARQL Endpointpmparing the extracted data from two neightri
versions of DSP of DPLA MARor tracking thestructural changes of DPLA MARJentification
of the deleted, added and derived structural schemangestaand creation of formal provenance

description in Turtle serialization syntax.
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DSP of DPLA MAP V3| |DSP of DPLA MAP V3.1| |DSP of DPLA MAP V4

() upload into @

(2) extract using SPARQL Query » e

compare to track changes v
9 0 ®

(@) generate Virtuoso

RDF store
Y
extracted data from extracted data from extracted data from
DSP of DPLA MAP V3 DSP of DPLA MAP V3.1 DSP of DPLA MAP V4

U I SRV

changes of DSPs changes of DSPs

from V3 to V3.1 ‘1 [‘ from V3.1 to V4

formal provenance descriptions in RDF
based on DSP-PROV model

Figureb5.6: Generation process of formal provenance description usingHRE»PY model.

5.3.4. RDF Models for Creation of Formal Provenance [®scription of Metadata

Application Profile

Figure5.7 shows RDF graphs to create provenance description of MAPs in the following
three patterns. (a) Deletion: The deleted structural schema instance was invalidated by its
influencing Deletion Activity. (b) Addition: The added structural schema instance evasajed
by its influencing Addition Activity. (c) Revision: The structural schema instance in the subsequent
version was derived from its corresponding structural schema instance in the previous version and
was generated by its influencing Revision AdgiviStructural schema instance defined in the

previous version was used and was invalidated by the influencing Revision Activity.
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Figure5.7: Provenance model for deletion/addition/revision of structachéma instance.

Figure5.8 shows a model in RDF graphs to create provenance descriptions that describe the
relationships among Activities. As illustrated in Figus@, a Revision Activity acted upon
containing Entity (e.ga Description Template) is connected with its-aabvities (i.e, Deletion,
Addition, Revision) acted upon its contained Entity (eagStatement Template of a Description

Template) via the properfyd ct er ms.. hasPart o

Figure5.8: Provenance model for provenance descriptions among Activities.

RDF graphs in Figurd9 descri be the foll owi nCgllectiamna nge :

Titl €assfidhc mi t ype: i€ chardgedcfronmiialrca tin DALA MAP V3.1 to
idct er msDPLA MAPe/d. These triples are created following RDF models in Figure
5.7(c) and Figur® 8. Figure5.9 shown belowprovides formal provenance description that reveals

the following changes in the different levels.
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